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implement the plan. 
 
Portions of this plan contain information that raises personal privacy or other concerns, 
and those portions may be exempt from mandatory disclosure under the Freedom of 
Information Act.  See 5 U.S.C. §552, 41 C.F.R. Part 105-60. 
 
Any decision to disclose information in this plan outside designated State agencies or to 
withhold information in this plan must be coordinated with Office of General Counsel. 
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Section A:  Overall NIMS Implementation Strategy 

 
Mark Sanford, the Governor of South Carolina, issued Executive order 2005-12 on June 
3, 2005 directing the adoption of the National Incident Management System (NIMS) as 
the standard for incident management in the state.  A copy of EO 2005-12 is included in 
Appendix A.  
 
1) Adoption of NIMS 
 

a) The State of South Carolina has adopted the National Incident Management 
System (NIMS).  In the remainder of this implementation plan and its appendices, 
references to NIMS should be understood to mean the entire NIMS unless a 
specific subsystem is noted.  The subsystems of NIMS are as follows: 

 
1) Command and Management, including ICS 
2) Preparedness 
3) Resource Management 
4) Communications and Information Management 
5) Supporting Technologies 
6) NIMS Management and Maintenance 

 
b)  It is recognized that full implementation of NIMS will take some time.  This  

Implementation Plan provides a phased approach that is consistent with the 
Department of Homeland Security requirements for States and Territories for 
Fiscal Year 2006 included in Appendix B.  This Implementation Plan describes 
the overall strategy for NIMS implementation for FY 2006 – FY 2007. 
Additionally, this plan addresses the following key aspects of NIMS 
implementation: 
  

• NIMS Implementation Strategy 
• NIMS Implementation Team Responsibilities 
• Incorporating NIMS into Exercises and Contingency Planning 
• Tracking Progress on NIMS Implementation efforts using NIMCAST 
• Training  
• Incident Typing/Resource  
• Incident Management Teams (IMT’s) 
• Credentialing & Qualification/Certification procedures 

 
2) Institutionalizing NIMS Incident Command System (ICS) 
 
It is imperative for the successful implementation of NIMS into the State’s culture that 
NIMS ICS principles be applied to day-to-day response missions.  Use of NIMS ICS 
principles in daily operations will ensure that proficiency is maintained, allowing for the 
smooth expansion of the agency’s ICS organization as an incident expands in size, 
complexity, or public interest.  Without the commitment to use NIMS ICS principles in 
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everyday response operations, the frustration of trying to ramp up a large organization 
from an initial response will continue to manifest itself.  The NIMS integration center 
made the following statement regarding the institutionalization of NIMS:   
 

To institutionalize the use of ICS means that government officials, incident 
managers and emergency response organizations at all jurisdictional levels adopt 
the Incident Command System and launch activities [in FY 2005] that will result in 
the use of the Incident Command System for all incident response operations. 
Actions to institutionalize the use of ICS take place at two levels - policy and 
organizational/operational. 
 
At the policy level, institutionalizing the ICS means government officials, i.e. 
governors, mayors, county and city managers, tribal leaders and others: 
 

1. Adopt through the ICS through executive order, proclamation or 
legislation as the jurisdiction's official incident response system; and 

2. Direct that incident managers and response organizations in their 
jurisdictions train, exercise and use the ICS in their response operations. 

 
At the organizational/operational level, evidence that incident managers and 
emergency response organizations are institutionalizing the ICS would include the 
following: 
 

1. ICS is being integrated into functional and system-wide emergency 
operations policies, plans and procedures; 

2. ICS training is planned or under way for responders, supervisors and 
command level officers; 

3. Responders at all levels are participating in and/or coordinating ICS- 
oriented exercises that involve responders from multi-disciplines and 
jurisdictions. 

 
While it is not expected that all these activities would be completed in FY 
2006, it is expected that where possible they will be and that, at a minimum, 
planning for such activities would be initiated and actions taken to put them 
into practice.” 
 
Simply adopting the NIMS with a resolution or proclamation will not ensure that NIMS 
is effectively implemented throughout the State.  In addition to the general guidelines 
above for adopting and institutionalizing the NIMS, the state must also consider the need 
for a legislative solution to ensure the success of this initiative.  The use of grant funding 
as an incentive for the adoption of the NIMS will carry this initiative only so far and at 
that point there must be comprehensive legislation that codifies the requirement, down to 
the municipal level of government, for the implementation of the NIMS.  This effort 
should involve a review of existing legislation as well as the development of new 
Emergency Management legislation to close any gaps.    
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The actions outlined in the document are designed to provide the State of South Carolina 
with a Strategic Roadmap for coming into full compliance with the intent of NIMS 
Implementation including the institutionalization of NIMS within the State of SC. 
 
Appendix A includes copies of the following NIMS Implementation documents: 
 
1. Executive Order 2005-12 dated June 3, 2005 
2. SCEMD Director Letter to County EM Directors dated March 31, 2005 
3. Homeland Security Information Bulletin #1 dated July 1, 2005 
4. Homeland Security Information Bulletin #2 dated February 14, 2006 
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Section B:  NIMS Implementation Team 

 
Implementation of the NIMS throughout South Carolina will require a statewide effort 
which will include State, Regional, County and Municipal entities.  The governance 
structure that will be used to support implementation efforts consists of the State 
Agencies, the 46 County Governments and the 269 Municipal Governments located 
throughout the State of South Carolina.  These responsibilities for NIMS Implementation 
efforts are broken down by governmental level and detailed below: 
 
1) NIMS Implementation Oversight – State Counter Terrorism Coordinating Council 

(CTCC).  No single agency within the State is equipped to manage implementation of 
NIMS throughout the entire state.  The CTCC shall oversee the implementation of 
NIMS throughout the state of South Carolina.  The CTCC has cross-agency, 
executive level representation and is ideal to oversee this critical initiative.  In 
addition, there are four regional CTCC’s that can oversee and track NIMS 
implementation efforts within their respective regions.  The State and Regional 
CTCC’s have the following responsibilities:   

 
a) Include NIMS implementation updates on their regular meeting agendas and 

discuss efforts within their respective areas/regions to meet NIMS implementation 
requirements as outlined in this plan. 

b) Assign a NIMS implementation subcommittee within each Region and at the 
State CTCC level to capture this information and provide regular updates to the 
CTCC Chair and members. 

c) To ensure NIMS implementation is facilitated by state and local law, establish a 
legislative review subcommittee to review the existing state laws that relate to 
incident response and management.  This subcommittee will make 
recommendations back to the State CTCC regarding appropriate changes and 
modifications to existing state laws, policies and regulations.   
 

2) State Level Responsibilities - Listed below are responsibilities for the 
implementation of the NIMS throughout the State.   

 
State Law Enforcement Division (SLED) – As the lead agency for Homeland 
Security in the state, SLED is responsible for the oversight of all Department of 
Homeland Security initiatives within the State.  With respect to NIMS ICS 
Implementation SLED has the following responsibilities: 
 
a) As the Chair of the CTCC ensure the State and Regional CTCC’s address NIMS 

Implementation issues as a part of their normal course of business and remain 
cognizant of NIMS Implementation milestones as laid out in this plan. 

b) As the primary agency interacting with DHS with respect to grant issues, SLED 
will ensure the NIMS Implementation funding needs are taken into account 
during the grant submission process.  In anticipation of reductions in grant 
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funding, begin to develop budget line items to support/sustain NIMS 
Implementation efforts in South Carolina.     

c) Ensure that all plans maintained by SLED are updated to reflect the adoption and 
use of NIMS ICS principles. 

d) Ensure that SLED personnel are trained to the appropriate level as defined in the 
Training Section of this plan. 

e) Ensure that SLED policy for qualification, certification and credentialing of their 
employees is consistent with policies currently under development with DHS. 

 
State Emergency Management Division (SCEMD) – Assist SLED in the 
implementation of NIMS initiatives and provide direct oversight of Emergency 
Management activities related to the institutionalization of NIMS ICS throughout the 
State.  Additionally, SCEMD is tasked with the following responsibilities: 
  
a) Ensure that SCEMD’s State CTCC representative chairs the NIMS 

Implementation Oversight subcommittee and coordinates with Regional CTCC’s 
to ensure these subcommittees are established. 

b) Ensure SCEMD NIMS Implementation funding needs are identified and taken 
into account during the grant submission process at the state level.  Also 
incorporate NIMS Implementation needs into the SCEMD budget in anticipation 
of reductions in grant funding. 

c) Oversee the implementation of the National Incident Management System 
Capability Assessment Support Tool (NIMCAST) at the County and municipal 
level throughout South Carolina.  This will likely require the six Regional 
Coordinators to assist with NIMCAST deployment below the county level. 

d) Maintain liaison with the NIMS Integration Center to facilitate the development 
of South Carolina policy and doctrine regarding NIMS initiatives. 

e) Ensure that all plans maintained by SCEMD are updated to reflect the adoption 
and use of NIMS ICS principles. 

f) Ensure the State WMD Exercise program incorporates the use of NIMS ICS in all 
exercises managed and funded by SCEMD. 

g) Provide a central point of contact via the State Training Officer for tracking all 
NIMS training that is conducted throughout the state and via the FEMA online 
training courses.  Track all training and provide updates via the CTCC’s on the 
status of the state’s efforts to meet DHS minimum training requirements for each 
level of NIMS training as described in the Training Section (Section E) of this 
plan. 

h) Ensure that SCEMD personnel are trained to the appropriate level as defined in 
the Training Section (Section E) of this plan. 

i) Ensure that SCEMD policy for qualification, certification and credentialing of 
their employees is consistent with policies currently under development with 
DHS. 

j) Oversee the Resource Typing efforts throughout the state to ensure consistency 
with DHS established standards for typing and tracking resources. 

k) In conjunction with evolving DHS policy on the credentialing of First 
Responders, assess the state’s current credentialing system and develop policy for 
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the credentialing of all State First Responders to ensure consistency with DHS 
guidelines as described in Section I of this plan. 

 
State Training Academies (South Carolina Fire Academy (SCFA) and South Carolina 
Criminal Justice Academy (SCCJA)) – The State Academies have the following 
responsibilities under this plan:  

 
a) Incorporate NIMS courses into the training curriculum at the academy and ensure 

that graduates of entry level, intermediate level and advanced level training 
courses receive the appropriate level of NIMS training. 

b) Incorporate funding for NIMS training into grant/budget requests to ensure that 
these courses are integrated into the state training programs for agencies using the 
State Academies. 

c) Establish instructor qualification standards consistent with the recommendations 
provided by DHS discussed in the Training Section (Section E) of this plan. 

d) Provide qualified instructors to assist in the delivery of DHS required NIMS 
training to personnel throughout the state. 

e) Stock training materials for use by field instructors in the delivery of NIMS ICS 
Training throughout the state.  

f) Maintain liaison with the NIMS Integration Center to ensure that all training 
materials are kept up to date and are the latest versions provided by DHS. 

 
State Agencies – All state agencies have the following responsibilities under this 
plan: 
 
a) Formally adopt the NIMS. 
b) Ensure Agency NIMS Implementation funding needs are identified and taken into 

account during the grant submission process at the state level.  Incorporate NIMS 
Implementation needs into the Agency budget in anticipation of reductions in 
grant funding. 

c) Ensure that all plans maintained by the Agency are updated to reflect the adoption 
and use of NIMS ICS principles. 

d) Incorporate NIMS ICS principles into all Agency exercises.  Additionally, ensure 
that NIMS ICS is used to manage all events and incidents involving Agency 
personnel. 

e) Ensure that Agency personnel are trained to the appropriate level as defined in the 
Training Section (Section E) of this plan.  Provide Agency personnel training 
updates to SCEMD to assist in tracking training efforts throughout the State. 

f) Ensure that the agency policy for qualification, certification and credentialing of 
their employees is consistent with policies currently under development with 
DHS. 

g) Ensure that all Agency resources are appropriately typed as part of the overall 
Resource Typing effort within the State. 

h) In conjunction with SCEMD, assess Agency qualification, certification and 
credentialing processes and ensure they conform to evolving DHS standards for 
the credentialing of First Responders. 
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County Governments – All Counties have the following responsibilities under this 
plan: 
 
a) Formally adopt the NIMS. 
b) Ensure County NIMS Implementation funding needs are identified and taken into 

account during the grant submission process at the state level.  Incorporate NIMS 
Implementation needs into the Agency budget in anticipation of reductions in 
grant funding. 

c) Ensure that all plans maintained by the County are updated to reflect the adoption 
and use of NIMS ICS principles. 

d) Complete a full NIMCAST assessment for the County and, in conjunction with 
SCEMD personnel, assist selected municipalities within the County in the 
completion of their NIMCAST assessment.  Identify gaps from the NIMCAST 
Assessment and develop plans to close them.    

e) Incorporate NIMS ICS principles into all County level exercises.  Additionally, 
ensure that NIMS ICS is used to manage all events and incidents involving 
County personnel. 

f) Ensure that County personnel are trained to the appropriate level as defined in the 
Training Section (Section E) of this plan.  Provide County personnel training 
updates to SCEMD to assist in tracking training efforts throughout the State. 

g) Ensure that County policy for qualification, certification and credentialing of their 
employees is consistent with policies currently under development with DHS. 

h) Ensure that all County resources are appropriately typed as part of the overall 
Resource Typing effort within the State.  

i) Assist selected municipalities within the County in getting their resources typed in 
conjunction with the overall Resource Typing effort within the State. 

j) Provide appropriate County personnel to staff the Incident Management Teams 
are they are implemented throughout the state. 

k) In conjunction with SCEMD, assess County qualification, certification and 
credentialing processes and ensure they conform to evolving DHS standards for 
the credentialing of First Responders. 

 
Municipalities – All Municipalities have the following responsibilities under this 
plan: 
 
a) Formally adopt the NIMS. 
b) Ensure Municipal NIMS Implementation funding needs are identified and taken 

into account during the grant submission process at the state level.  Incorporate 
NIMS Implementation needs into the Municipality budget in anticipation of 
reductions in grant funding. 

c) Ensure that all plans maintained by the Municipality are updated to reflect the 
adoption and use of NIMS ICS principles. 

d) If the Municipality has response resources of its own, work with SCEMD to 
establish a NIMCAST user account and complete a full NIMCAST assessment 
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for the Municipality. Identify gaps from the NIMCAST Assessment and develop 
plans to close them. 

e) Incorporate NIMS ICS principles into all Municipality level exercises.  
Additionally, ensure that NIMS ICS is used to manage all events and incidents 
involving Municipality personnel. 

f) Ensure that Municipality personnel are trained to the appropriate level as defined 
in the Training Section (Section E) of this plan.  Provide Municipality personnel 
training updates to SCEMD to assist in tracking training efforts throughout the 
State. 

g) Ensure that Municipality policy for qualification, certification and credentialing of 
their employees is consistent with policies currently under development with 
DHS. 

h) Ensure that all Municipality resources are appropriately typed as part of the 
overall Resource Typing effort within the State.  

i) Provide appropriate Municipality personnel to staff the Incident Management 
Teams as they are implemented throughout the state. 

j) In conjunction with SCEMD, assess Municipality qualification, certification and 
credentialing processes and ensure they conform to evolving DHS standards for 
the credentialing of First Responders. 
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Section C:  Incorporation of the National Incident Management System 
into State Exercises and Contingency Planning 

 
There are specific sections in the NIMCAST Assessment that look at the requirement to 
incorporate NIMS into both the exercise programs and the Contingency Planning efforts 
within the state.  This Section will address the efforts being undertaken to ensure these 
DHS requirements are being met by the current exercise program and the contingency 
planning updates that are underway at this time.    
 
1) Exercise Programs – The DHS requirement for exercise programs requires that the 

state, “incorporate NIMS into all state training and exercises, to include drills, 
tabletop exercises, functional exercises and full-scale exercises.”  For the purposes of 
the State WMD Exercise Program this has been addressed at several different levels.  
The following are some of the requirements that were specified as part of the 
development and delivery of the State WMD Exercise program: 

 
a. Utilization of exercise goals and objectives described in the National 

Preparedness Goal, Universal Task List (UTL) and Target Capabilities List 
(TCL) developed by DHS. 

b. Utilization of the 15 DHS developed exercise scenarios, focused on local 
threats in concert with the UTL and TCL. 

c. Ensuring that the major focus of the exercises shall be the evaluation of the 
Federal, State and Local Homeland Security plans, policies and procedures 
in coordination with a local response. 

d. Ensuring the exercise of the disciplinary plans, policies and procedures for 
various Rapid Response Teams and local responder teams; ie, EOD, 
HAZMAT, SWAT, Forensics, US&R, EMS, COBRA,  etc. 

e. Exercising the protocols between disciplines as contained within the various 
response plans. 

f. Designing exercises to test all levels of Command, Control and Coordination 
under the National Incident Management System and National Response 
Plan. 

 
In addition to the above requirements, South Carolina is also partnering with DHS 
to pilot the concept of replacing Exercise Planning Workshops (EPW’s) with 
Training & Exercise Planning Workshops (TEPW’s).  The TEPW not only lays 
out the schedule for the planning and conduct of each exercise but also includes 
the training required for exercise participants to be successful.  The focus of the 
pre-exercise training will be to address gaps identified from previous exercise 
After-Action Reports (AAR’s).  Every AAR from the FY 2005 Exercise Cycle 
addressed the need for additional NIMS ICS training.  Those gaps will be 
identified for each exercise and will be closed with the appropriate level of 
training conducted prior to the start of the exercise to ensure the participants are 
not re-learning lessons-learned. 
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For exercises that are not part of the State WMD Exercise Program all entities are 
tasked in the NIMS Implementation Team Section (Section B) with ensuring that 
all exercises incorporate NIMS ICS principles and that all events/incidents within 
the specific jurisdiction are managed using NIMS ICS principles.    

 

2) Contingency Planning - Modification of Plans to incorporate NIMS  
 

The State of South Carolina adopted NIMS ICS in June, 2005. Most of its existing 
plans and procedures required modification to use the key ICS concepts of NIMS for 
responding to incidents. However, updates to these plans are already well underway. 
This is necessary to reflect NIMS terminology and to outline responsibilities, staffing 
and procedures under the NRP.  
 
State Level Plans - The Emergency Management Division and State Law 
Enforcement Division are well engaged in modifying and updating key State plans 
and procedures to be NIMS-compliant to meet the 2006 requirements from the DHS 
NIMS Integration Center (NIC).   The 2006 State Emergency Operations Plan, under 
ESF-3, Public Works, for example, states that “All ESF-3 personnel will be trained on 
the principles of the National Incident Management System (NIMS) and integrate 
those principles into all ESF-3 planning and response operations.” The following 
chart lists a cross-section of state plans that have been or will be updated to align with 
the NIMS and NRP, and the estimated completion date. 

 
Plan Target Date 

2006 South Carolina Emergency 
Operations Plan

 
Completed 

2006 South Carolina Hurricane Plan Completed 
2006 South Carolina Earthquake Plan Completed 
2005 South Carolina Recovery Plan TBD 
South Carolina Firefighter Mobilization 
Plan 

 
TBD 

Civil Disobedience Response Plan Completed 
Hostage Situation Plan TBD 
Active Shooter Plan TBD 
Bomb Threat Plan TBD 
WMD Response Plan TBD 
 
 

Agency, County and Municipal Plans – All supporting plans held and maintained at a 
level below the State must also be updated to reflect NIMS principles and procedures.  
The NIMCAST Assessment on this particular aspect showed the responding counties to 
be at 90% compliance due in large part to the efforts of EMD personnel to provide 
County and Municipal Governments with sample wording that could be inserted into 
each plan to ensure it was NIMS compliant.  This assistance has enabled the County and 
Municipal Planners to begin getting their supporting plans in compliance in a relatively 

10/30/2006 14 SC NIMS Implementation Plan 



short time frame.  The true test of these plans will come as the State WMD Exercise 
Program begins to use each individual plan and there is an assessment of NIMS 
compliance with respect to each plan.  Simply having the right wording in a plan might 
make it NIMS compliant but it does not guarantee that all aspects of the plan have 
incorporated NIMS principles and procedures.   
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Section D:  National Incident Management System Compliance 
Assurance Support Tool (NIMCAST) 

 

1) National Incident Management System Compliance Assurance Support Tool 
(NIMCAST) - The NIMCAST is designed for incident and resource managers as a 
comprehensive self-assessment support tool for the integration of NIMS policy into 
the planning for contingencies and all levels of exercise planning – whether tabletop, 
Command Post or Full-Scale.  The NIMCAST allows users to assess the current 
status/level of their respective jurisdiction’s or organization's incident preparedness 
against the requirements outlined in the NIMS. Using the NIMCAST as a method of 
identifying weaknesses in incident preparedness will assist incident and resource 
managers to become compliant with NIMS by FY 2006, as required by DHS. As a 
self-assessment support tool, the NIMCAST not only aids users to become compliant 
with the NIMS, but also supports incident and resource managers seeking to enhance 
and maximize the effectiveness of their incident preparedness as a central point for 
identifying and acquiring resources. 

a) County Level Assessments - The first phase in rolling out the NIMCAST 
Assessment was to establish NIMCAST accounts for each of the 46 counties 
in the state.  This has been accomplished by SCEMD personnel and as of 
1/25/06, 29 of the 46 counties have completed the full NIMCAST 
Assessment.  The NIMS Planner at SCEMD has developed and posted a status 
map showing which counties have completed the NIMCAST Assessment – 
that map can be accessed by navigating to the SCEMD website,  
www.SCEMD.org, clicking on the NIMS link and then the NIMCAST link. 

 
b) Municipal Level Assessments - The second phase in rolling the NIMCAST is 

deploy the Assessment at the municipal level.   In addition the assessment 
conducted at the county level, the NIMCAST should be filled out by each 
municipal area that has its own resources.  This would likely require that an 
additional 200 accounts be set up to cover municipalities that have resources 
that should be accounted for during the assessment. This aspect of NIMCAST 
implementation would best be coordinated using the EMD & SLED Regional 
Coordinators, throughout the state. 

 

2) NIMCAST Data Retrieval – The real benefit in using the NIMCAST Assessment 
is evident as the coordinators start to retrieve data from rolling up the assessments 
that have been conducted throughout the state.  This data was used to create the FY 
2006 NIMS Compliance Assessment (Appendix C) required for the development of 
Enhancement Plans and Investment Plans in support of FY 2006 Homeland Security 
Grant Program (HSGP) funding requests.   
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Appendix D contains a sample NIMCAST Data set showing the assessments that 
were completed by 29/46 counties at the time the data retrieval was conducted on 
1/25/06.  This provides a snapshot of the type of data provided by the Assessment 
and the way in which it can be used to support implementation efforts.   
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Section E:  Training Program 

1) Elements of the Training Program 
 
The training program for South Carolina consists of a number of courses ranging from 
and overview of the NIMS down to very detailed position specific training.  It will 
require the full range of these courses to meet the state’s training needs and objectives for 
moving forward with NIMS Implementation.  The State of South Carolina’s adoption of 
NIMS provides access to the NIMS ICS National Training Curriculum.  This will make it 
possible for state personnel to receive the necessary training to successfully implement a 
response organization without the cost of extensive curriculum development.  This 
benefit did not exist prior to the adoption of NIMS ICS. 

a) Overview Courses – There are currently two general or overview courses that are 
required training for certain levels of responders to be in compliance with the 
NIMS requirements for FY 2006 and beyond and are available as independent 
study courses from the EMI website, www.training.fema.gov/EMIWEB.   These 
two courses are described below: 

i) IS 700, National Incident Management System (NIMS), An Introduction – 
This course introduces NIMS and takes approximately three hours to 
complete. It explains the purpose, principles, key components and benefits of 
NIMS.  At the conclusion of this course students will be able to do the 
following: 

(1) Describe the key concepts and principles underlying NIMS 
(2) Identify the benefits of using ICS as the national incident management 

model 
(3) Describe when it is appropriate to institute an Area Command 
(4) Describe when it is appropriate to institute a Multi-Agency Coordination 

System 
(5) Describe the benefits of using a Joint Information System (JIS) for public 

information 
(6) Identify the ways in which NIMS affects preparedness 
(7) Describe how NIMS affects how resources are managed  
(8) Describe the advantages of common communication and information 

management systems 
(9) Explain how NIMS influences technology and technology systems 
(10) Describe the purpose of the NIMS Integration Center (NIC) 

 
ii) IS 800, National Response Plan (NRP), An Introduction - This course 

introduces the NRP, including the concept of operations upon which the plan 
is built, roles and responsibilities of the key players, and the organizational 
structures used to manage these resources. The NRP provides a framework to 
ensure that we can all work together when our Nation is threatened.  The 
course is designed for DHS and other Federal department/agency staff 
responsible for implementing the NRP, as well as State, local and private 
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sector emergency management professionals.  At the conclusion of this course 
the students will be able to do the following:  

(1) Describe the purpose of the NRP 
(2) Locate information within the NRP 
(3) Describe the roles and responsibilities of entities as specified in the NRP 
(4) Identify the organizational structure used for NRP coordination 
(5) Describe the field-level organizations and teams activated under the NRP 
(6) Identify the incident management activities addressed by the NRP 
 

b) National Training Curriculum – The NIC initially adopted the long-existing 
National Interagency Incident Management System (NIIMS) National Training 
Curriculum for ICS Training.  In September of 2005, the NIC published a new set 
of NIMS ICS Training materials and provided copies to the State Training 
Officer.  The State has converted to the new course materials and will use these in 
the delivery of all NIMS ICS training conducted in the South Carolina from 
February 2006 on.  The new NIMS ICS training curriculum is set up in levels, as 
follows: 

 
i) ICS 100, Introduction to the Incident Command System – This course 

introduces the Incident Command System (ICS) and provides the foundation 
for higher level ICS training. This course describes the history, features and 
principles, and organizational structure of the Incident Command System. It 
also explains the relationship between ICS and the NIMS.  This course 
provides training on and resources for personnel who require a basic 
understanding of ICS. The target audience includes persons involved with 
emergency planning, and response or recovery efforts. The course objective is 
to enable participants to demonstrate basic knowledge of ICS.  This course is 
available as an independent study course from the EMI website, 
www.training.fema.gov/EMIWWEB.  

 
The I-100 training is comprised of the following lessons: 

• Unit 1: Course Overview 
• Unit 2: ICS Overview 
• Unit 3: Basic Features of ICS 
• Unit 4: Incident Commander & Command Staff Functions 
• Unit 5: General Staff Functions 
• Unit 6: ICS Facilities 
• Unit 7: Common Responsibilities 
• Unit 8: Course Summary 
 

ii) ICS-200, ICS for Single Resources and Initial Action Incidents - This course 
is designed to enable personnel to operate efficiently during an incident or 
event within ICS. This course focuses on the management of single resources.  
This course provides training on and resources for personnel who are likely to 
assume a supervisory position within the ICS. The primary target audience is 
response personnel at the supervisory level. This course is available as an 
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independent study course from the EMI website, 
www.training.fema.gov/EMIWWEB.    

 
The course objectives are to allow course participants to: 

mplexity of the 

• e an incident or event 

The I-200 training is comprised of the following lessons: 

agement 
anagement by Objectives 

 
iii) ICS 0 panding Incidents

• Describe the ICS organization appropriate to the co
incident or event 
Use ICS to manag

 

• Unit 1: Course Overview 
• Unit 2: Leadership & Man
• Unit 3: Delegation of Authority & M
• Unit 4: Functional Areas & Positions 
• Unit 5: Briefings 

onal Flexibility • Unit 6: Organizati
• Unit 7: Transfer of Command 
• Unit 8: Course Summary 

-3 0, Intermediate ICS for Ex  - This course provides 
 

 

and and Management component 

nd 

 
The 3

Unit 1: Course Overview 

 
nd Incident Objectives 

ransfer of Command, and Closeout 

training on and resources for personnel who require advanced application of
ICS.  The target audience for this course is for individuals who may assume a 
supervisory role in expanding incidents or Type 3 incidents. Note: During a 
Type 3 incident, some or all of the Command and General Staff positions may 
be activated, as well as Division/Group Supervisor and/or Unit Leader level 
positions. These incidents may extend into multiple operational periods. This 
course expands upon information covered in the ICS-100 and ICS-200 
courses. These earlier courses are prerequisites for ICS-300. 

The course objectives are as follows: 
• Describe how the NIMS Comm

supports the management of expanding incidents. 
• Describe the incident/event management process for supervisors a

expanding incidents as prescribed by the Incident Command System. 
• Implement the incident management process on a simulated Type 3 

incident. 
• Develop an Incident Action Plan for a simulated incident. 

 I- 00 training is comprised of the following lessons: 
• 
• Unit 2: ICS Fundamentals Review 
• Unit 3: Unified Command
• Unit 4: Incident/Event Assessment a
• Unit 5: Planning Process 
• Unit 6: Incident Resource Management 
• Unit 7: Demobilization, T
• Unit 8: Course Summary 
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iv) ICS 0 nd and General Staff - Complex Incidents-4 0, Advanced ICS Comma  - 

This course provides training on and resources for personnel who require 

ea 
n 

Course Ba

r incidents engender special management 

tablished. 
•  circumstances in which Multi-Agency Coordination 

 
The -4

•  
eneral Staff 
agement 

 
c) Instru r ible for “facilitating the 

development of national guidelines for incident management training and 

r 

 

ient experience in presenting all units of 
inute substitution for unit instructors. 

 
ii) Tra

for , M-410, EMI Master 

advanced application of ICS. The target audience for this course is senior 
personnel who are expected to perform in a management capacity in an Ar
Command or Multi-Agency Coordination Entity. This course expands upo
information covered in ICS-100 through ICS-300 courses. These earlier 
courses are prerequisites for ICS-400. 
ckground Information 
The course objectives are as follows: 

• Explain how majo
challenges. 

• Describe the circumstances in which an Area Command is es
Describe the
systems are established. 

I 00 training is comprised of the following lessons: 
Unit 1: Course Overview

• Unit 2: Fundamentals Review for Command and G
plex Incident/Event Man• Unit 3: Major and/or Com

• Unit 4: Area Command 
• Unit 5: Multi-Agency Coordination 

 • Unit 6: Course Summary

cto  Qualifications - The NIC is respons

exercises at all jurisdictional levels.” The NIC has established guidelines for ICS 
instructors. While individual agencies and organizations are responsible fo
establishing and certifying instructors, the NIC urges those agencies and 
organizations to follow these guidelines. 

i) Instructor Levels 
(1) Lead instructors must have suffic

the course to be capable of last-m
(2) Unit instructors must be experienced in the lesson content they are 

presenting. 
Adjunct instructors may provide limited instruction in specialized (3) 
knowledge and skills at the discretion of the lead instructor. Adjunct 
instructors must be experienced, proficient, and knowledgeable of current 
issues in their field of expertise. 

ining Requirements for Lead and Unit Instructors - Instructors should have 
mal instructor training (NWCG Facilitative Instructor

Trainer Program, DHS Instructor Course or equivalent). The following are the 
recommended Instructor Qualifications to teach in each level of ICS Training 
I-100 through I-400. 
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ualifications - It is recommended that this training be 

team taught by instructors with the following minimum qualifications: 

 
(2) I-20 ended that this training be 

team taught by instructors with the following minimum qualifications: 

 and I-200. 
 or 

 
 
(3) I-30 t is recommended that this training be 

team taught by instructors with the following minimum qualifications: 

     

d instructor served as Incident Commander, or on Command or 
 or 

(e) 

 
(4) I-400 Instructor Qualifications - It is recommended that this training be 

team taught by instructors with the following minimum qualifications: 

 one operational period 
n. 

(d) 

 
 

(1) I-100 Instructor Q

(a) One instructor required, two recommended. 
(b) Lead and Unit instructors successfully completed I-100, I-200, and 

EMI’s IS-700 (NIMS An Introduction). 
(c) Lead instructor served as Incident Commander, or on Command or 

General staff in five incidents. 

0 Instructor Qualifications - It is recomm

(a) One instructor required, two recommended. 
(b) Lead instructor successfully completed I-100, I-200, and I-300. 
(c) Unit instructors successfully completed I-100
(d) Lead instructor served as Incident Commander, or on Command

General staff in 10 incidents. 
(e) Unit instructor served as Incident Commander, or on Command or 

General staff in five incidents.

0 Instructor Qualifications - I

(a) Minimum of two instructors recommended. 
(b) Lead instructor successfully completed I-100, I-200, I-300, and 
 I-400. 
(c) Unit instructors successfully completed I-100, I-200, and I-300. 
(d) Lea

General staff in an incident going beyond one operational period
requiring a written Incident Action Plan. 
Unit instructor served as Incident Commander, or on Command or 
General staff in 10 incidents. 

(a) Minimum of two instructors recommended. 
(b) Instructors successfully completed I-100 through I-400, and IS-800 

(The National Response Plan Introduction). 
(c) Lead instructor served as Incident Commander, or on Command or 

General staff in an incident that went beyond
AND worked in an incident that included Multi-Agency Coordinatio
Unit instructor served as Incident Commander, or on Command or 
General staff in 10 incidents. 
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d) Position Specific Training - As the name implies, position-specific training is 
advanced level training for individuals who have already attended the I-100 

 
ral 

 

through I-400 level courses, and are designated by their agency to fill a specified
position (sharp individuals may be trained in and eventually qualified in seve
positions) within an ICS response organization (ie, Operations Section Chief, 
Resource Unit Leader, etc).   The majority of these courses are currently given by
the wildfire training community, in the western U.S., although several eastern 
states’ Forestry Departments have recently begun to hold some position courses.  
The majority of these training opportunities will be provided to the Incident 
Management Team (IMT) members.  These courses can typically be located 
through the National Interagency Fire Center (NIFC) website, 
http://www.nifc.gov/training_quals/index.html.  Below is a description of som
the available position-specific courses. 

i) 

e of 

 
nderICS-410 Advanced Incident Comma  – This course is a position specific 

course and is designed to meet the training requirements of the Type 2 

, 

ed” 
 

 
ii) 

Incident Commander (equivalent to S-400). Course topics include team 
administration; communication, information and intelligence processing
agency administrator and IC responsibilities, transfer of command, and 
demobilization. The course provides exercisers to assist the student in 
acquiring the knowledge to learn these skills. An optional “lessons learn
unit allows the addition of geographic area specific information, but the
course time frame must be increased accordingly. Prerequisite is I-400. 

ICS-430 Operations Section Chief – This course provides position specific 
training designed to meet the training needs of the Type 2 Operations Section 

the 

ugh 
sor, 

 
iii) vision/Group Supervisor

Chief. This course concentrates on the duties and responsibilities as they 
pertain to planning for, supervision of and the coordination of the operations 
section. Subjects covered include: information gathering, interaction with 
command and general staff, incident action plan development, operational 
period briefing, OSC daily schedule, interaction with incident and non-
incident personnel and demobilization. The course will culminate in an 
exercise that will require the students to work from initial response thro
one full planning cycle. Prerequisite is ICS-339 Division/Group Supervi
and I-400. 

ICS-339 Di  – This course is designed to meet the 
training requirements of a Division or Group Supervisor on a response 

hould learn 
p 

 

incident. It provides instruction in support of the specific tasks of 
division/group supervisor, but will not instruct the student in general 
management/supervision or in the ICS, both of which the student s
through prerequisite course work. Course topics include: division/grou
management, organizational interaction, and division operations. Prerequisite 
is I-300. 
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iv) ICS-440 Planning Section Chief – This course is position specific training 

exercise 

 I-

 
v) ICS-450 Logistics Section Chief

designed to meet the training needs of the Type 2 Planning Section Chief. 
Topics include information gathering, strategies, meetings and briefings, 
incident action plan, interactions, forms, documents, supplies and 
demobilization. There is an optional technology section. The final 
requires the students to observe a simulated planning meeting and use the 
information derived to find errors in an incident action plan. Prerequisite is
400. 

 – This course is position specific training 

 
vi) ICS-460 Finance/Admin Section Chief

designed to meet the training requirements of the Type 2 Logistics Section 
Chief. Topics include gathering information, organizing and staffing the 
section, planning activities, operations, demobilization and evaluation. 
Prerequisite is I-400 and ICS-341. 

 – This course is position specific 

n, 

 
e) Team Training - As the final leg after basic I-100 through I-400 and position-

ll be 

r own, 

 
i) ICS-420 Command and General Staff 

training designed to meet the training requirements of the Type 2 
Finance/Admin Section Chief. Topics include gathering informatio
organizing and staffing the section, planning activities, operations, 
demobilization and evaluation. Prerequisite is ICS-400. 

specific training, team training is a critical step in bringing trained individuals 
together to form the cohesiveness and interoperability inherent in a well-
performing team.  The follow-on step once team training is completed wi
performance via scenario-driven controlled & evaluated exercises.  Team 
members must know each other’s roles and responsibilities, as well as thei
and all must understand the process of managing the event or incident. This type 
of training will be exclusively reserved for members of South Carolina’s Typed 
IMT.  The following is a description of some of the team training courses 
available within the current NIMS training curriculum. 

– This is a team course designed to 
ent 

lude 

nt 
 

position held (i.e. for Planning Section Chief, the prerequisite is ICS-440.

prepare the student to function effectively in the position of a Type 2 Incid
Commander, command or general staff with the application of previously 
acquired knowledge and skills. Students will participate in two types of 
groups (teams and similar position) during exercises. These exercises inc
a simulation of the mobilization, management, and demobilization phases of a 
rapidly accelerating Type 2 incident that has potential to become a Type 1 
incident. The course will culminate in an exercise that will require the 
students to work through one full planning cycle and develop an Incide
Action Plan. This training day should be a blend of training, coaching and
hands-on exercises in team building and Human Resource Management to 
ensure that students leave with the necessary skills to establish and implement 
incident response policy. Prerequisite is the position specific course for the 
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f) Tra  of 
Sou rm 
approach is focused on meeting all DHS requirements for FY 2006 and getting a 
good baseline of training established throughout the state to support additional 
NIMS initiatives.  The long term approach is focused on meeting the FY 2007 
training requirements and fully integrating NIMS training into the state. It is 
anticipated that the implementation phases will overlap in order to speed and 
strengthen the process.  The required courses and target audiences for each course 
are described in the Training Guidelines Document from DHS included as 
Appendix E.  

 
i) Short Term Approach

ining Implementation – Implementation of NIMS training within the State
th Carolina will require both a short and long term approach.  The short te

 - The short term approach to training will include 
completion of FEMA’s independent study courses on the NIMS (IS-700) and 
the NRP (IS-800), and ICS courses from the National Training Curriculum.  
These courses will be delivered on a tiered approach that will be based on 
personnel’s designated positions within the agency’s incident response and 
management structure.  To support these implementation efforts the state has 
initiated a comprehensive Train-the-Trainer program to develop a large cadre 
of NIMS Trainers throughout the state who can assist in the delivery of the 
required NIMS training courses.  These courses are also being taught at the 
State Fire and Criminal Justice Academies as well.  In addition to the baseline 
courses described above, some position specific and team training courses will 
also be attended by members of the newly developed Type 2 and Type 3 
Incident Management Teams (IMT).   

 
ii) Long Term Approach - The long term approach will focus on meeting the FY 

2007 NIMS training requirements, getting the Incident Management Teams 
properly trained and fully integrating the NIMS training curriculum into 
existing courses at the State Fire and Criminal Justice Academies.  Agencies 
that receive training from sources other than the State Academies will have to 
determine where each of the key NIMS Training Courses fits into the required 
training programs for their Agency employees.  These agencies should 
consider making completion of the online versions of IS-700, IS-800, I-100 
and I-200 specific job prerequisites for key positions that will require those 
courses.  The Fire and Criminal Justice Academies will integrate IS-700, IS-
800 and ICS I-100 thru I-400 of the National Training Curriculum into their 
basic, intermediate and advanced management resident courses of study. 
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Section F: Incident & Resource Typing 

pose of Typing  
 
1) Pur

a) Incident Typing - A basic characteristic of NIMS ICS is modular organization. 
The size and depth of the organization is built for the particular incident based
the needs of that incident.  Within NIMS ICS, incidents are classified (or “typ
based on the size, complexity, and public interest of the response.  Incident typing 
allows for an improved understanding of the overall significance of the inci
by combining 

 
 on 
ed”) 

dent 
these factors into a single category.  Incidents are classified as Type 

giv
size
area
sho
the 
eng
cha

b) Res

1, 2, 3, 4, or 5 where the Type 1 incident is the largest and most complex.  The 
incident typing table below outlines the characteristics of each Type incident and 

es examples of each. Incident Commanders are responsible for evaluating the 
, complexity, and amount of public interest for a particular incident in their 
 of responsibility and “typing” the incident accordingly.  This information 

uld be included in status reports to ensure that all involved in the response to 
incident share a common understanding of what “type” of incident they are 
aged in.  The incident/event typing table on the following page describes the 
racteristics that make up each different type of incident/event.  

ource Typing – Resources are typed to describe the level of capability for each 
l or type of resource.  Similar to incident typing, resource typing is set up on a 

le of 1 through 5 with a Type 1 resource being the most capable and a Typ
urce being the least capable.  The State

leve
sca e 5 
reso  of South Carolina will utilize a 

inte
(W
staf
resp
man
We  

Resource and Logistics typing system based on the existing DHS model and 
NIMS 120 standard/base resources; this will allow for effective logistical 

roperability on an interstate mutual aid basis, when needed. A web-based 
eb-EOC) module has been developed and tested by the EMD NIMS planning 
f that will enable each jurisdictional level of government to type and list their 
ective resources.  This tool will also provide the capability for resource 
agers in each section of the ICS organization to query a resource database via 

b-EOC and look for specific types of resources in specific geographic areas. 
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Incident/E

I Characteristics 

vent Typing Table 

ncident/Event 
Complexity 

Type 5 

• The incident can be handled with one or two single resources with up to 
six personnel. 

• Command and General Staff positions (other than the Incident 
Commander) are not activated. 

• No written Incident Action Plan (IAP) is required. 
• The incident is contained within the first operational period and often 

within an hour to a few hours after resources arrive on scene. 

 
Type 4 

• Command staff and general staff functions are activated only if needed. 
• Several resources are required to mitigate the incident, including a Task 

Force or Strike Team. 
• The incident is usually limited to one operational period in the control 

phase. 
• The agency administrator may have briefings, and ensure the complexit

analysis and delegations of authority are updated. 
• No written Incident Action Plan (IAP) is required but a documented 

operational briefing will be completed for all incoming resources. 
• The role of the agency administrator includes operational plans including 

objectives and priorities. 

y 

 
 

Type 3 

positions should be added to match the complexity of the incident. 
• Some or all of the Command and General Staff positions may be 

activated, as well as Division/Group Supervisor and/or Unit Leader level 
positions. 

• A Type 3 Incident Management Team (IMT) or incident command
organization manages initial action incidents with a significant numb
resources, until containment/control is achieved, or an expanding 
incident until transition to a Type 1 or 2 team. 

• The incident may extend into multiple operational periods. 
• A written IAP may be required for each operational period. 

• When needed capabilities exceed initial resources, the appropriate ICS 

 
er of 

 

• This type of incident extends beyond the capabilities for local control and
is expected to go into multiple operational periods. A Type 2 incident 
may require the response of resources out of area, including regional 
and/or national resources, to effectively manage the operations, 
command, and general staffing. 

 
Type 2 

 

• Most or all of the Command and General Staff positions are filled. 
• A written IAP is required for each operational period. 
• Many of the functional units are needed and staffed. 
• Operations personnel normally do not exceed 200 per operational period 

and total incident personnel do not exceed 500 (guidelines only). 
• The agency administrator is responsible for the incident complexity 

analysis, agency administrator briefings, and the written delegation of 
authority. 

 
 

Type 1 

• This type of incident is the most complex, requiring national resources to 
safely and effectively manage and operate. 

• All Command and General Staff positions are activated. 
• Operations personnel often exceed 500 per operational period and total 

personnel will usually exceed 1,000. 
• Branches need to be established. 
• The agency administrator will have briefings, and ensure that the 

complexity analysis and delegation of authority are updated. 
• Use of resource advisors at the incident base is recommended. 
• There is a high impact on the local jurisdiction, requiring additional staff 

for office administrative and support functions. 
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Section G:  Incident Management Teams (IMT’s) 
 
1) 
 

a nagem n

Purpose 

) Incident Ma e t Team Concept and Value 
 

State agencies routin  ity of 
the ts never a t would require a 
trained Incident Man
there are instances wh re ing 
the NIMS ICS is requ e
Commanders (IC) re n
highly trained, multi-con

For the urpose of th p
des  the IC b  a
Emergency Powers A , e 
IMTs will be under th  c  
needs. 

To ensure that the IM s 
knowledge and exper n l be 
chosen om a range of d
to an IMT is describe in

b) anagemen

ely respond to a wide range of incidents.  The vast major
ch the level of complexity ose inciden re r intensity tha

agement Team (IMT) from outside the local area.  However, 
e  more command and control experience and capability us
ir d to ensure the best possible response.  To support Incident 

spo ding to complex, resource-intensive response operations, 
tingency IMT’s will be developed.   

 p is lan, Incident Commander (IC) means any individual 
y pplicable local or state policy, regulation or law (i.e. ignated as
ct Emergency Health Powers Act, etc.).  When activated, th

ontrol of the IC to augment their incident managemente

T are multi-contingency capable, and to capitalize on the 
lie ce that already exists within the state, IMT members wi

isciplines throughout the state.  The process for nomination 
 greater d

 fr
d etail in the sections below. 

t Team – StrategyIncident M  

The U.S. Fire Admin ra ich 
outlines a number of o
of various types of IM ’

Type 5: Local Village a s 
from se eral neighbo g  
Staff positions during the ent. 

Typ y, Count r
possibly law enforce n a, 
typically within a single 
manage a major or comp
transition to a Type 3 M

Type 3 State or Me o
from d erent depart n  jurisdictions within a state 
or D n Area cu ent 
ma  at incidents  IMTs 
will respond through t 
State-specific laws, p ic

ist tion (USFA) has developed an IMT Roadmap wh
pr ven strategies for the establishment, training and deployment 
T s.  The general description of the IMT types is as follows: 

nd Township Level - a "pool" of primarily fire officer
v rin  departments trained to serve in Command and General

 first 6-12 hours of a major or complex incid

e 4: Cit y o  Fire District Level - a designated team of fire, EMS, and 
me t officers from a larger and generally more populated are

jurisdiction (city or county), activated when necessary to 
lex incident during the first 6-12 hours and possibly 

 I T.  

: tr politan Area Level - a standing team of trained personnel 
ndiff me ts, organizations, agencies, a

HS Urba
nagement

Se rity Initiative (UASI) region, activated to support incid
 that extend beyond one operational period. Type 3

ou the State or large portions of the State, depending upon 
ol ies, and regulations. 
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e 2 National and State Level - a Federally- or State-certified team; has less stafTyp fing 
and experience than Type 1 IMTs, and is typically used on smaller scale national or state 
inci
thro

Typ team; is the most 
robust IMT with the most experience; is fully equipped and self-contained. Sixteen Type 
1 IM h the U.S. Forest Service. 

Thi is 
stan
the  
within th

The
sust  monies 
are available to assist agencies in the purchase of initial outfitting requirements, training 
and
allo
ens
ens

2) State of South Carolina IMT Strategy 
 
The
stan  
trai o 
assi not 
firs  of “trained personnel from different 
departments, organizations, agencies, and jurisdictions within a state” the team 
members are not typically located in a single local area or jurisdiction.  The team 
members respond from a number of areas when activated to respond to a drill, incident or 
event. 

dents. There are a number of Type 2 IMTs currently in existence, and operated 
ugh the U.S. Forest Service.  There are currently no formal Type 2 Teams in SC. 

e 1 National and State Level - a Federally- or State-certified 

Ts are now in existence, and operate throug

s model has been adopted by a number of states who are moving forward with th
dardized approach to standing up IMT’s of various types.  To that end this model is 
framework that the State of South Carolina will follow in the development of IMT’s

e state.   

 single most significant challenge in the establishment of IMT’s is the ability to 
ain the team beyond the initial funding used to stand it up.  Typically, grant

 exercise needs to stand up an IMT.  The challenge is to build an IMT concept that 
ws the State to  not only sustain the IMT(s) beyond their initial standup but to also 
ure that required training is completed and that the teams are exercised regularly to 
ure they maintain their proficiency.   

 State will develop the capability to stand up a single Type 2 IMT and pursue 
ding up a Type 3 IMT in each of the state’s 4 CTCC Regions  The teams, when fully

ned and operational will be available to Incident Commanders throughout the State t
st in the management of larger scale (Type 3, 2, 1) incidents.  Because IMT’s are 
t response assets and because they are made up
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This strategy recognizes that it is neither realistic nor cost-effective to maintain the 
highest level of expertise for every individual within a response agency, NIMS ICS 
guidance provides for Type Teams that can assist local agencies.  IMTs are groups of 
trained and experienced personnel who exercise and deploy as a team to augment the 
local response and support organization when requested by the Incident Commander
It should be clearly understood that IMTs are intended to support the Incident 
Commander, not

 (IC).  

 to supersede or preempt the local incident management personnel.  

The Adoption of the IMT concept greatly reduces the training requirements necessary to 
implement and maintain a large incident ICS response capability at the local 
jurisdictional level.  Individual responders will not be required or expected to obtain all 
of the available ICS training.  Rather, local responders will be trained to the level 
determined necessary to meet their needs and that required by DHS.  IMT members will 
receive more advanced instruction and will be available to support local/state agencies as 

a) Incident Management Team Performance Expectations

required.  Because of the broad, cross-discipline demands of incident response, 
assignment to an IMT will be on a collateral duty basis, with personnel deploying as 
requested by ICs.  

 - IMTs will represent 
 

 
ident 

management organization to fill needed positions or enable the organization to 
 

mplementing NIMS ICS to manage an incident.  Therefore, an IMT 
should be called into action when the response requires more incident 

s can 

on as determined by the IC’s organization 
depending upon the member’s qualification and experience. 

ing 

the highest level of ICS expertise in the State.  They will be tasked to provide
management support for any contingency to which the State may have to respond. 
Their value is in their ability to augment the requesting agency’s inc

operate around the clock.  The qualification and performance criteria outlined in
this plan are based on those used within NIMS ICS.  
ICs requesting the support of an IMT will benefit from the team’s area of 
expertise; i

management expertise than is available to the local area response team.  IMT
be used in many ways.  These may include: 

i) Members filling their assigned position. 
ii) Serving as a deputy in an ICS organization. 
iii) Serving as a relief during 24 hour operations. 
iv) Acting as a coach/mentor for local agency personnel assigned to fill a 

position. 
v) Being reassigned to another positi

 
IMT members may be demobilized whenever the IC determines they are no 
longer needed to support the incident. 

 
b) Team Composition / Selection – There are a number of approaches to staffing an 

IMT.  The Department of Homeland Security Resource Typing requirements 
described in Section F, suggest that an IMT have, at a minimum, the follow
positions assigned: 
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(1) Incident Commander 

s 
the Command Staff positions of Public Information Officer, Liaison Officer and 

 ICS 

ic Information Officer 

 

l IC vice replace or 

um 

 available to respond when called.  
 response operations.  A rotation 

t places half of the team on call 
to stand down.  An established 

tter 
e 2 

 
w

 
 

c) 

and
the  

ro ining regime described on Appendix F shows the typical 
ood up and operational.  The basic minimum 

(2) Operations Section Chief 
(3) Planning Section Chief 
(4) Logistics Section Chief 
(5) Finance/Admin Section Chief 
(6) Specialized Functions (Technical Specialists) 

 
The USFA model describes the same basic positions for an IMT but also show

Safety Officer filled a well.  Both models allow for the IMT to be expanded 
beyond this minimum number of personnel by filling additional NIMS
positions that are typically needed during response management activities. 
 
The SC Type 2 and Type 3 IMTs will consist of the following 8 ICS positions:  

 
(1) Deputy Incident Commander* 
(2) Safety Officer 
(3) Publ
(4) Liaison Officer 
(5) Operations Section Chief 
(6) Planning Section Chief 
(7) Logistics Section Chief 
(8) Finance/Administration Section Chief 

*The lead position is described as a Deputy Incident Commander to reinforce the 
concept that the IMT is there to support the operationa
supersede them. 
 
Each position on the team is filled with 2 candidates to allow for maxim
flexibility in response and to acknowledge the fact that these are all collateral duty 
positions and every team member may not be
This also allows for watch relief on extended
schedule should be established for each team tha
for one month, allowing the other half of the team 
rotation schedule will provide each team member’s parent agency with a be
framework from which to plan workload and projects. Staffing a single Typ
IMT would require 16 personnel.  Staffing four Type 3 IMT’s under this concept

ill require 64 personnel serving in collateral duty positions.   

Training and Qualification 
 

The Type 2 IMT will be established using existing State of South Carolina personnel 
that have the necessary qualifications and credentials to staff the IMT.  The adoption 

 use of the standard USFA model for standing up the Type 3 IMT’s will enable 
 State to take advantage of the existing training available to “jump-start” the IMT
cess.  The USFA trap

training required to get a Type 3 IMT st
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trainin  3 IMT members as recommended by USFA are as 
follow

 
1) ICS 100, 200, 300 (web-based or classroom) or equivalent   
2) Intr
3) Com ommand System (NFA 6-

day course) 
4) -

5) . 

6) 
7) -specific training (USFS) 
8) 

d) Criteria for Team Activation 
 
IMTs prov d and control surge capability.  ICs should consider 
requesting y need the level of incident management 
support tha um, Incident Commanders should request an 
IMT when es 24-hour-a-day response efforts that will last 
longer than , other factors that should be 
considered when deciding to employ an IMT are: 

1) 
2) 
3) urces, public safety, or life and property. 
4) it 

5) 
 

e) 

Until t
Comm
career 
in ICS
nowle

 a it hould be considered for their ‘soft skills’ as well. 
Me ective if they have support-oriented attitudes and 
re flexible.  Interpersonal skills are paramount to a team’s success, both in working 

toge

The
mem
pres  it is 
env

g requirements for all Type
s: 

oduction to Command & General Staff (NFA self-study course) 
mand & General Staff Functions in the Incident C

Intro. to Unified Command for Multi-Agency and Catastrophic Incidents (NFA 2
day course)  
Appointed by Metropolitan, Regional, or State Authority Having Jurisdiction
Meet the requirements of Type 4/Type 5 IMT* 
All-Hazards IMT course, customized (NFA 7-day course) 
Position
Shadowing (USFS)  

 

ide ICs with comman
an IMT whenever they feel the
t an IMT provides.  At a minim
 the operational tempo requir
 72 hours. In addition to operational tempo

If there is a substantial commitment of personnel and equipment. 
Complex logistical support needs over an extended duration. 

igh risks to resoH
When it is anticipated that most/all of the command and general staff and un
leader positions will be activated. 
The scope of planning is complex. 

Selection of Team Members for the IMT  
 

he State has a pool of personnel experienced in the use of the NIMS Incident 
and System the skills and experience individuals have obtained through their 
should weigh heavily in the team selection.  As more personnel become qualified 
, the emphasis for team selection will shift more towards having ICS based 
dge and experience.   k

In dd ion to experience, personnel s
mbers of the IMT will be more eff

a
ther and in integrating into a requesting agency’s organization.  

 capability of the IMT is intricately related to the individual position training each 
ber of the team receives.  The desired goal is to have members complete the 

cribed training for their position.  In addition to the training listed in Appendix F,
isioned that each IMT member will complete the ICS Position Task Books (PTB) 
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asso
sub d are further described in the Credentialing and Qualification/Certification 

ction that follows.  It is recognized that for some positions achieving all of this training 
wil

Per n
comm
com
thei o
sup

 
 

ciated with their position on the team.  PTBs are a part of the NIMS ICS training 
system an

se
l be difficult given the constraints of time and fiscal resources.   

son el desiring to be considered for an IMT must understand the 1-3 week 
itment per year for participation in training and exercises, the 24-hour on-call 

mitment when on standby and the potential for unscheduled and extended time from 
r h me and their agency.  Interested personnel must receive the permission from their 
ervisor to participate on an IMT.  
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Section H:  Credentialing & Qualification/Certification Systems 

1) Credentialing 

DHS defines credentialing as, “providing documentation that can authenticate and v
the certification and identity of designated incident managers and emergency respond
to ensure that response personnel possess a minimum common level of training, currency,
experience, physical and medical fitness, and capability for the roles they are tasked to 
fill.”  They go on to differentiate between credentialing and certification by defining 
certification as, “authoritatively attesting that 

erify 
ers 

 

individuals meet professional standards for 
e training experience and performance required for key incident management 

unctions.”  Credentials may be issued as a result of a certification program.  The key 
point is that a credentialing system is simply a method to document that an individual has 
met a certain standard whether a training/qualification standard or some other 
professional standard or licensure requirement. 

DHS has established the following requirements for the National Credentialing System 
that is currently under development: 
 

a) Must function within existing federal, state, tribal and local identification and 
qualification protocols, where feasible 

b) Not place undue burden on federal, state, tribal or local governments 
c) Support interstate augmentation of state and local resources 
d) Conform to ICS protocols 
e) Use current credentialing emergency responder system, where possible 
 

2) Credentialing in South Carolina 
 

a) Credentialing of emergency responders in South Carolina

th
f

 – This will continue to 
be the purview of the agency that each individual responder is assigned to.  These 
agencies will have to ensure that their credentialing system is aligned with the 
DHS requirements as they are developed and advertised.  Although the National 
Credentialing System is required to function with existing state protocols, those 
individual protocols will have to meet the basic requirements of a credentialing 
system as defined in the opening paragraph. There is currently a mix of 
credentialing systems for the traditional disciplines within the state.  In some 
cases, for example hazardous materials response personnel, there is a federal 
standard described in OSHA that sets the standard for both initial and refresher 
training for these personnel.  In some cases there are personnel that have skills in 
incident management related activities that are not credentialed by their agency.  
The following steps need to be taken to ensure the state can field a broad range of 
“credentialed” assets and stay abreast of credentialing efforts at the federal level: 

 
i) Each agency/entity that is currently engaged in “credentialing” their members 

should review their system and determine if it meets the definition of a 
credentialing system as noted above. 
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ii)  There are currently an number of National Credentialing Workgroups 
underway and the State Emergency Management Division should identify 

to participate in those that are currently established and those being 
put together to include the following: 
persons 

 
(1) Incident Management 
(2) Emergency Medical Services 
(3) Fire/HazMat 
(4) Public Works 
(5) Public Health 
(6) Search and Rescue 
(7) Law Enforcement 
 

b) Credentialing and Mutual Aid – Mutual aid relies on the concept that on
jurisdiction can provide support to anoth

e 
er jurisdiction during a time of crisis.  

The assumption in most mutual aid agreements is that those resources are certified 
e 

reements in effect at the State level at this time: 
 

n place including: 

cement 
Mutual Aid Plan and the Firefighter Mobilization Plan.  An overview of the 

reement is included in Appendix G. 
ii) Emergency Management Assistance Compact (EMAC) – Covers response 

 

3) ICS  
the  
is a  
qua ed 
stan

 
Th

 
a) 

and/or qualified to provide whatever service that are being sent to provide.  Ther
are a number of mutual aid ag

i) State Law Enforcement Mutual Aid Plan 
ii) Firefighter Mobilization Plan  
 
There are also several overarching Mutual Aid Agreements i
 
i) Statewide Mutual Aid Agreement – Covers both the State Law Enfor

Statewide Mutual Aid Ag

resources that are requested by other EMAC member states and respond 
outside of South Carolina.  An overview of the EMAC articles and 
responsibilities of member states is included in Appendix H.   

 Certification/Qualification System.  The training identified in this plan provides
foundation for an ICS Qualification System.  The NIMS ICS qualification system
 "performance based" system.  In this type of system, the primary criterion for
lification is individual performance as observed by an evaluator, using approv
dards.  

e components of the ICS qualification system are as follows: 

Position Task Books (PTB): The Position Task Books contain all the critical tasks 

 
Tas sition 
per quired tasks may be evaluated through 
other means such as simulation or other emergency and non-emergency work.  

that individuals are required to perform for a specific ICS position.  The PTBs are 
in a format that enables the trainee to document their ability to perform each task. 

k pertaining to tactical decision-making and safety will require actual po
formance during an incident.  Other re
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Successful completion of all required tasks of the specific ICS position, as 
ermined by an evaluator(s), will be the basis for recommending certification
ition Task Books or a similar system will be implemented to track the NIMS
 qualifications and certifications of me

det .  
Pos  
ICS mbers. 

 
Cu positions have a PTB: 

 
nt Commander  

cer  
ation Officer 

cer 
 Section Chief 

vi)  Planning Section Chief 

xii)  Division Group Supervisor 
 

b) 

rrently, the following ICS 

i)  Incide
ii)  Safety Offi
iii)  Inform
iv)  Liaison Offi
v)  Operations

vii)  Logistics Section Chief 
viii)  Resource Unit Leader 
ix)  Situation Unit Leader 
x)  Supply Unit Leader 
xi)  Communications Unit Leader 

Training Courses:  Courses provide the specific knowledge and skills required to 
erform tasks identified in the PTB providing a direct link between training and 

fe response operations. 
 
c) Qua

p
job performance.  The required training is the minimum required to provide for 
sa

lification Records:  SCEMD has the responsibility to develop and publish a 
tem for tracking NIMS ICS qualifications that will be used statsys ewide.  Each 

reco d  
wil te into 
reg  mutual aid.  A 
current example being used in the Fire Service is the incorporation of a 

 
 

 

State Agency, County and Municipality is charged with using that system to 
rd the qualifications of their personnel.  An up do date qualification recor

l enable SC personnel and typed teams to easily and quickly assimila
ional or national response operations when requested to provide

Qualification Card or “Experience Record” that lists the current level of 
qualification for the member.  This card (NFES Form Number 1528) can be 
presented when the member check into a response operation as a record of their 
current level of certification within the NIMS ICS system.  

 

 
 

10/30/2006 36 SC NIMS Implementation Plan 



 

SECT
 

gency: A division of governm particular kind of 
tan l (having statutory 

sponsibility for incid operating (providing 
resources or ot  assi

Agency Repre ati  by a primary, assisting, or cooperating 
Federal, State, l, o as been delegated 
authority to ma s or organization’s participation in 
incident manag nt activities following appropriate consultation with the leadership of 
that agency. 

Area Comman Uni An organization established (1) to oversee 
the manageme f mu ing handled by an ICS organization 
or (2) to oversee the m incidents to which several Incident 

ent T s h mand has the responsibility to set 
ve  

that
followe
jurisdic
faci ity han an incident command post. 

Ass m o 
provide

Assign t 
are bas

Assista  
indicate e to 
the prim

ssisti  services, or other 
sources to the agency with direct responsibility for incident management. See also 
upporting Agency. 

vailable Resources: Resources assigned to an incident, checked in, and available for a 
ission assignment, normally located in a Staging Area. 

Branch: The organizational level having functional or geographical responsibility for 
major aspects of incident operations. A branch is organizationally situated between the 
section and the division or group in the Operations Section, and between the section and 
units in the Logistics Section. Branches are identified by the use of Roman numerals or 
by functional area. 

ION I:  GLOSSARY OF KEY TERMS 

A ent with a specific function offering a 
ce. In ICS, agencies are defined either as jurisdictionaassis

re ent management) or as assisting or co
her stance). 

sent ve: A person assigned
loca r tribal government agency or private entity that h
ke decisions affecting that agency’
eme

d ( fied Area Command): 
nt o ltiple incidents that are each be

anagement of large or multiple 
Managem
o

eam ave been assigned. Area Com
rall strategy and priorities, allocate critical resources according to priorities, ensure 
 incidents are properly managed, and ensure that objectives are met and strategies 

d. Area Command becomes Unified Area Command when incidents are multi-
tional. Area Command may be established at an emergency operations center 
 or at some location other tl

ess ent: The evaluation and interpretation of measurements and other information t
 a basis for decision-making. 

ments: Tasks given to resources to perform within a given operational period tha
ed on operational objectives defined in the IAP. 

nt: Title for subordinates of principal Command Staff positions. The title
s a level of technical capability, qualifications, and responsibility subordinat
ary positions. Assistants may also be assigned to unit leaders. 

ng Agency: An agency or organization providing personnel,A
re
S

A
m
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Chain of Command: A series of command, control, executive, or management positions 

Check-In: The process through which resources first report to an incident. Check-in 

s: 
ance/Administration, and Intelligence (if established 

, 

: In an incident management organization, the Command Staff consists 

 
 an Incident 

Communications Center. 

plying assistance other than direct operational or 
support functions or resources to the incident management effort. 

 exchange of information among 
principals who have or may have a need to know certain information to carry out specific 

the authority to manage a functional operation or perform a specific task. In some cases, a 

anch 

other. 

e 
 

in hierarchical order of authority. 

locations include the incident command post, Resources Unit, incident base, camps, 
staging areas, or directly on the site. 

Chief: The ICS title for individuals responsible for management of functional section
Operations, Planning, Logistics, Fin
as a separate section).

Command: The act of directing, ordering, or controlling by virtue of explicit statutory
regulatory, or delegated authority. 

Command Staff
of the Incident Command and the special staff positions of Public Information Officer, 
Safety Officer, Liaison Officer, and other positions as required, who report directly to the 
Incident Commander. They may have an assistant or assistants, as needed. 

Common Operating Picture: A broad view of the overall situation as reflected by 
situation reports, aerial photography, and other information or intelligence. 
Communications Unit: An organizational unit in the Logistics Section responsible for 
providing communication services at an incident or an EOC. A Communications Unit
may also be a facility (e.g., a trailer or mobile van) used to support

Cooperating Agency: An agency sup

Coordinate: To advance systematically an analysis and

incident management responsibilities. 

Deputy: A fully qualified individual who, in the absence of a superior, can be delegated 

deputy can act as relief for a superior and, therefore, must be fully qualified in the 
position. Deputies can be assigned to the Incident Commander, General Staff, and Br
Directors. 

Dispatch: The ordered movement of a resource or resources to an assigned operational 
mission or an administrative move from one location to an

Division: The partition of an incident into geographical areas of operation. Divisions ar
established when the number of resources exceeds the manageable span of control of the
Operations Chief. A division is located within the ICS organization between the branch 
and resources in the Operations Section. 
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Emergency: Absent a Presidentially declared emergency, any incident(s), human-caused 
or natural, that requires responsive action to protect life or property. Under the Robert T. 
Stafford Disaster Relief and Emergency Assistance Act, an emergency means any 

ect 
, or to lessen or avert the threat of a catastrophe in 

any part of the United States. 

ation and resources to support domestic incident management 
activities normally takes place. An EOC may be a temporary facility or may be located in 

OCs may be organized by major functional 
disciplines (e.g., fire, law enforcement, and medical services), by jurisdiction (e.g., 

ng situational 
en 

ovider: Includes Federal, State, local, and tribal emergency 
public safety, law enforcement, emergency response, emergency medical (including 

6 Stat. 2135 (2002). 
Also known as Emergency Responder. 

 dangerous areas, and their reception and care in 
safe areas. 

f or pertaining to the Federal Government of the United States of America.  

on is also used when 
describing the activity involved, e.g., the planning function. A sixth function, 

mander. The General Staff normally consists 

occasion or instance for which, in the determination of the President, Federal assistance is 
needed to supplement State and local efforts and capabilities to save lives and to prot
property and public health and safety

Emergency Operations Centers (EOCs): The physical location at which the 
coordination of inform

a more central or permanently established facility, perhaps at a higher level of 
organization within a jurisdiction. E

Federal, State, regional, county, city, tribal), or some combination thereof. 

Emergency Operations Plan: The “steady-state” plan maintained by various 
jurisdictional levels for responding to a wide variety of potential hazards.  

Emergency Public Information: Information that is disseminated primarily in 
anticipation of an emergency or during an emergency. In addition to providi
information to the public, it also frequently provides directive actions required to be tak
by the general public. 

Emergency Response Pr

hospital emergency facilities), and related personnel, agencies, and authorities. See 
Section 2 (6), Homeland Security Act of 2002, Pub. L. 107-296, 11

Evacuation: Organized, phased, and supervised withdrawal, dispersal, or removal of 
civilians from dangerous or potentially

Event: A planned, non-emergency activity. ICS can be used as the management system 
for a wide range of events, e.g., parades, concerts, or sporting events. 

Federal: O

Function: Function refers to the five major activities in ICS: Command, Operations, 
Planning, Logistics, and Finance/Administration. The term functi

Intelligence, may be established, if required, to meet incident management needs.  

General Staff: A group of incident management personnel organized according to 
function and reporting to the Incident Com
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of the Operations Section Chief, Planning Section Chief, Logistics Section Chief, and 
Finance/Administration Section Chief. 

Group: Established to divide the incident management structure into functional areas of 
operation. Groups are composed of resources assembled to perform a special function no
necessarily within a single geographic division. Groups, when activated, are located 
between branches and resource

t 

s in the Operations Section. (See Division.) 

se of an 

ergency 
asters, 

, hurricanes, 
tornadoes, tropical storms, war-related disasters, public health and medical emergencies, 

Incident Action Plan: An oral or written plan containing general objectives reflecting 
 

, 
 the 

g or 

Incident Command System (ICS): A standardized on-scene emergency management 
nal 

t 
red by jurisdictional boundaries. ICS is the combination of facilities, 

equipment, personnel, procedures, and communications operating within a common 
. 

complex incidents. ICS is used by various jurisdictions and functional agencies, both 

ent 
cident 

site. 

General Staff personnel assigned to an incident. 

Hazard: Something that is potentially dangerous or harmful, often the root cau
unwanted outcome. 

Incident: An occurrence or event, natural or human-caused, that requires an em
response to protect life or property. Incidents can, for example, include major dis
emergencies, terrorist attacks, terrorist threats, wildland and urban fires, floods, 
hazardous materials spills, nuclear accidents, aircraft accidents, earthquakes

and other occurrences requiring an emergency response. 

the overall strategy for managing an incident. It may include the identification of
operational resources and assignments. It may also include attachments that provide 
direction and important information for management of the incident during one or more 
operational periods. 

Incident Command Post (ICP): The field location at which the primary tactical-level
on-scene incident command functions are performed. The ICP may be collocated with
incident base or other incident facilities and is normally identified by a green rotatin
flashing light. 

construct specifically designed to provide for the adoption of an integrated organizatio
structure that reflects the complexity and demands of single or multiple incidents, withou
being hinde

organizational structure, designed to aid in the management of resources during incidents
It is used for all kinds of emergencies and is applicable to small as well as large and 

public and private, to organize field-level incident management operations. 

Incident Commander (IC): The individual responsible for all incident activities, 
including the development of strategies and tactics and the ordering and the release of 
resources. The IC has overall authority and responsibility for conducting incid
operations and is responsible for the management of all incident operations at the in

Incident Management Team (IMT): The Deputy IC and appropriate Command and 

10/30/2006 40 SC NIMS Implementation Plan 



 

Incident Objectives: Statements of guidance and direction necessary for selecting 
appropriate strategy(s) and the tactical direction of resources. Incident objectives are 
based on realistic expectations of what can be accomplished have been effectively 

ident site. 

Intelligence Officer: The intelligence officer is responsible for managing internal 

l participating agencies should 
collocate at the JIC. 

rs into a 
 

g and delivering coordinated interagency messages; developing, 
recommending, and executing public information plans and strategies on behalf of the IC; 

Jurisdiction: A range or sphere of authority. Public agencies have jurisdiction at an 
 

hority, 
 

er State 

nment; an Indian tribe or authorized tribal organization, or in Alaska a Native 
village or Alaska Regional Native Corporation; a rural community, unincorporated town 

deployed. Incident objectives must be specific, measurable, action-oriented, reasonable, 
and time related in order to allow the development of strategic and tactical alternatives . 

Initial Action: The actions taken by those responders first to arrive at an inc

Initial Response: Resources initially committed to an incident. 

information, intelligence, and operational security requirements supporting incident 
management activities. These may include information 

Joint Information Center (JIC): A facility established to coordinate all incident-related 
public information activities. It is the central point of contact for all news media at the 
scene of the incident. Public information officials from al

Joint Information System (JIS): Integrates incident information and public affai
cohesive organization designed to provide consistent, coordinated, timely information
during crisis or incident operations. The mission of the JIS is to provide a structure and 
system for developin

advising the IC concerning public affairs issues that could affect a response effort; and 
controlling rumors and inaccurate information that could undermine public confidence in 
the emergency response effort. 

incident related to their legal responsibilities and authority. Jurisdictional authority at an
incident can be political or geographical (e.g., city, county, tribal, State, or Federal 
boundary lines) or functional (e.g., law enforcement, public health). 

Liaison: A form of communication for establishing and maintaining mutual 
understanding and cooperation. 

Liaison Officer: A member of the Command Staff responsible for coordinating with 
representatives from cooperating and assisting agencies. 

Local Government: A county, municipality, city, town, township, local public aut
school district, special district, intrastate district, council of governments (regardless of
whether the council of governments is incorporated as a nonprofit corporation und
law), regional or interstate government entity, or agency or instrumentality of a local 
gover

or village, or other public entity. See Section 2 (10), Homeland Security Act of 2002, 
Pub. L. 107-296, 116 Stat. 2135 (2002). 
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Logistics: Providing resources and other services to support incident management. 
Logistics Section: The section responsible for providing facilities, services, and mater
support for the incident. 

Major Disaster: As defined under the Robert T. Stafford Disaster Relief and Emergency

ial 

 
Assistance Act (42 U.S.C. 5122), a major disaster is any natural catastrophe (including 

earthquake, volcanic eruption, landslide, mudslide, snowstorm, or drought), or, regardless 
tates, which in the 

determination of the President causes damage of sufficient severity and magnitude to 
able 

d thereby. 

d protocols; establishing specific, measurable objectives for various 
incident management functional activities and directing efforts to fulfill them, in support 

 or 

s 

robability of, or potential loss from hazards. Measures 
may include zoning and building codes, floodplain buyouts, and analysis of hazard- 

Mobilization: The process and procedures used by all organizations—Federal, State, 
at have been 

rt an incident. 

thin 
lish the priorities among 

incidents and associated resource allocations, de-conflict agency policies, and provide 

any hurricane, tornado, storm, high water, wind-driven water, tidal wave, tsunami, 

of cause, any fire, flood, or explosion, in any part of the United S

warrant major disaster assistance under this Act to supplement the efforts and avail
resources of States, tribes, local governments, and disaster relief organizations in 
alleviating the damage, loss, hardship, or suffering cause

Management by Objective: A management approach that involves a four-step process 
for achieving the incident goal. The Management by Objectives approach includes the 
following: establishing overarching objectives; developing and issuing assignments, 
plans, procedures, an

of defined strategic objectives; and documenting results to measure performance and 
facilitate corrective action. 

Mitigation: The activities designed to reduce or eliminate risks to persons or property
to lessen the actual or potential effects or consequences of an incident. Mitigation 
measures may be implemented prior to, during, or after an incident. Mitigation measure
are often informed by lessons learned from prior incidents. Mitigation involves ongoing 
actions to reduce exposure to, p

related data to determine where it is safe to build or locate temporary facilities. 
Mitigation can include efforts to educate governments, businesses, and the public on 
measures they can take to reduce loss and injury. 

local, and tribal—for activating, assembling, and transporting all resources th
requested to respond to or suppo

Multi-agency Coordination Entity: A multi-agency coordination entity functions wi
a broader multi-agency coordination system. It may estab

strategic guidance and direction to support incident management activities. 

Multi-agency Coordination Systems: Multi-agency coordination systems provide the 
architecture to support coordination for incident prioritization, critical resource 
allocation, communications systems integration, and information coordination. The 
components of multi-agency coordination systems include facilities, equipment, 
emergency operation centers (EOCs), specific multi-agency coordination entities, 
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personnel, procedures, and communications. These systems assist agencies and 
organizations to fully integrate the subsystems of the NIMS. 

Multi-jurisdictional Incident: An incident requiring action from multiple agencies that 

 aspects 

 

ment System: A system mandated by HSPD-5 that provides 
a consistent nationwide approach for Federal, State, local, and tribal governments; the 

 of 

g 
e 

Nongovernmental Organization: An entity with an association that is based on interests 
 

ith-based charity organizations and the 
American Red Cross. 

ions, 

 it 

 incident 
esses 

each have jurisdiction to manage certain aspects of an incident. In ICS, these incidents 
will be managed under Unified Command. 

Mutual-Aid Agreement: Written agreement between agencies and/or jurisdictions that 
they will assist one another on request, by furnishing personnel, equipment, and/or 
expertise in a specified manner. 

National: Of a nationwide character, including the Federal, State, local, and tribal
of governance and polity. 

National Disaster Medical System: A cooperative, asset-sharing partnership between 
the Department of Health and Human Services, the Department of Veterans Affairs, the
Department of Homeland Security, and the Department of Defense. NDMS provides 
resources for meeting the continuity of care and mental health services requirements of 
the Emergency Support Function 8 in the Federal Response Plan. 

National Incident Manage

private-sector, and nongovernmental organizations to work effectively and efficiently 
together to prepare for, respond to, and recover from domestic incidents, regardless
cause, size, or complexity. To provide for interoperability and compatibility among 
Federal, State, local, and tribal capabilities, the NIMS includes a core set of concepts, 
principles, and terminology. HSPD-5 identifies these as the ICS; multi-agency 
coordination systems; training; identification and management of resources (includin
systems for classifying types of resources); qualification and certification; and th
collection, tracking, and reporting of incident information and incident resources.   

of its members, individuals, or institutions and that is not created by a government, but
may work cooperatively with government. Such organizations serve a public purpose, not 
a private benefit. Examples of NGOs include fa

Operational Period: The time scheduled for executing a given set of operation act
as specified in the Incident Action Plan. Operational periods can be of various lengths, 
although usually not over 24 hours. 

Operations Section: The section responsible for all tactical incident operations. In ICS,
normally includes subordinate branches, divisions, and/or groups. 

Personnel Accountability: The ability to account for the location and welfare of
personnel. It is accomplished when supervisors ensure that ICS principles and proc
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are functional and that personnel are working within established incident manage
guidelines. 

ment 

dents, the planning meeting is a major 
element in the development of the Incident Action Plan (IAP). 

 the incident, and for the preparation and documentation 
of the IAP. This section also maintains information on the current and forecasted 

Preparedness: The range of deliberate, critical tasks and activities necessary to build, 
d 

r 

rationally focused on 
establishing guidelines, protocols, and standards for planning, training and exercises, 

on, 

e 
nts 

 

e 
; investigations to determine the full nature and source of the 

threat; public health and agricultural surveillance and testing processes; immunizations, 
t 

em to justice. 

mal and informal 
structures, commerce and industry, and private voluntary organizations (PVO). 

These include resource typing, resource ordering and tracking, and coordination. 

Planning Meeting: A meeting held as needed prior to and throughout the duration of an 
incident to select specific strategies and tactics for incident control operations and for 
service and support planning. For larger inci

Planning Section: Responsible for the collection, evaluation, and dissemination of 
operational information related to

situation and on the status of resources assigned to the incident. 

sustain, and improve the operational capability to prevent, protect against, respond to, an
recover from domestic incidents. Preparedness is a continuous process. Preparedness 
involves efforts at all levels of government and between government and private-secto
and nongovernmental organizations to identify threats, determine vulnerabilities, and 
identify required resources. Within the NIMS, preparedness is ope

personnel qualification and certification, equipment certification, and publication 
management. 

Preparedness Organizations: The groups that provide interagency coordination for 
domestic incident management activities in a non-emergency context. Preparedness 
organizations can include all agencies with a role in incident management, for preventi
preparedness, response, or recovery activities. They represent a wide variety of 
committees, planning groups, and other organizations that meet and coordinate to ensur
the proper level of planning, training, equipping, and other preparedness requireme
within a jurisdiction or area. 

Prevention: Actions to avoid an incident or to intervene to stop an incident from 
occurring. Prevention involves actions to protect lives and property. It involves applying
intelligence and other information to a range of activities that may include such 
countermeasures as deterrence operations; heightened inspections; improved surveillanc
and security operations

isolation, or quarantine; and, as appropriate, specific law enforcement operations aimed a
deterring, preempting, interdicting, or disrupting illegal activity and apprehending 
potential perpetrators and bringing th

Private Sector: Organizations and entities that are not part of any governmental 
structure. It includes for-profit and not-for-profit organizations, for

Processes: Systems of operations that incorporate standardized procedures, 
methodologies, and functions necessary to provide resources effectively and efficiently. 
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Public Information Officer: A member of the Command Staff responsible for 
interfacing with the public and media or with other agencies with incident-related 
information requirements. 

als 
ment 

system. Consistent 
documentation is critical to success, because it ensures that all responders are familiar 

 

mended qualification 
and certification standards for emergency responder and incident management personnel. 

 

 

ies 

Recovery: The development, coordination, and execution of service- and site-restoration 

on of the 

Recovery Plan: A plan developed by a State, local, or tribal jurisdiction with assistance 

lable or 

 

tifying 
ble timely and unimpeded access to 

resources needed to prepare for, respond to, or recover from an incident. Resource 
Federal, 

 recording 

Publications Management: The publications management subsystem includes materi
development, publication control, publication supply, and distribution. The develop
and distribution of NIMS materials is managed through this sub

with the documentation used in a particular incident regardless of the location or the
responding agencies involved. 

Qualification and Certification: This subsystem provides recom

It also allows the development of minimum standards for resources expected to have an
interstate application. Standards typically include training, currency, experience, and 
physical and medical fitness. 

Reception Area: This refers to a location separate from staging areas, where resources
report in for processing and out-processing. Reception Areas provide accountability, 
security, situational awareness briefings, safety awareness, distribution of IAPs, suppl
and equipment, feeding, and bed down. 

plans; the reconstitution of government operations and services; individual, private- 
sector, nongovernmental, and public-assistance programs to provide housing and to 
promote restoration; long-term care and treatment of affected persons; additional 
measures for social, political, environmental, and economic restoration; evaluati
incident to identify lessons learned; post incident reporting; and development of 
initiatives to mitigate the effects of future incidents. 

from responding Federal agencies to restore the affected area. 

Resources: Personnel and major items of equipment, supplies, and facilities avai
potentially available for assignment to incident operations and for which status is 
maintained. Resources are described by kind and type and may be used in operational
support or supervisory capacities at an incident or at an EOC. 

Resource Management: Efficient incident management requires a system for iden
available resources at all jurisdictional levels to ena

management under the NIMS includes mutual-aid agreements; the use of special 
State, local, and tribal teams; and resource mobilization protocols. 

Resources Unit: Functional unit within the Planning Section responsible for
the status of resources committed to the incident. This unit also evaluates resources 
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currently committed to the incident, the effects additional responding resources w
on the incident, and anticipated resource needs. 

ill have 

Response: Activities that address the short-term, direct effects of an incident. Response 

er 
g 

; 
ontinuing investigations into nature and source of the 

threat; ongoing public health and agricultural surveillance and testing processes; 

ated by HSPD-5 that integrates Federal domestic 
prevention, preparedness, response, and recovery plans into one all-discipline, all-hazards 

ons and for developing measures for ensuring 
personnel safety. 

 
 and 

ranch 

visor is responsible for, usually 
expressed as the ratio of supervisors to individuals. (Under the NIMS, an appropriate 

Staging Area: Location established where resources can be placed while awaiting a 

ds, Guam, American 
Samoa, the Commonwealth of the Northern Mariana Islands, and any possession of the 

r other senior 
officials. These elements involve the adoption of long-range goals and objectives, the 

includes immediate actions to save lives, protect property, and meet basic human needs. 
Response also includes the execution of emergency operations plans and of mitigation 
activities designed to limit the loss of life, personal injury, property damage, and oth
unfavorable outcomes. As indicated by the situation, response activities include applyin
intelligence and other information to lessen the effects or consequences of an incident
increased security operations; c

immunizations, isolation, or quarantine; and specific law enforcement operations aimed 
at preempting, interdicting, or disrupting illegal activity, and apprehending actual 
perpetrators and bringing them to justice. 

Response Plan: A plan mand

plan. 

Safety Officer: A member of the Command Staff responsible for monitoring and 
assessing safety hazards or unsafe situati

Section: The organizational level having responsibility for a major functional area of
incident management, e.g., Operations, Planning, Logistics, Finance/Administration,
Intelligence (if established). The section is organizationally situated between the b
and the Incident Command. 

Span of Control: The number of individuals a super

span of control is between 1:3 and 1:7.) 

tactical assignment. The Operations Section manages Staging Areas. 

State: When capitalized, refers to any State of the United States, the District of 
Columbia, the Commonwealth of Puerto Rico, the Virgin Islan

United States. See Section 2 (14), Homeland Security Act of 2002, Pub. L. 107-296, 116 
Stat. 2135 (2002). 

Strategic: Strategic elements of incident management are characterized by continuous 
long-term, high-level planning by organizations headed by elected o

setting of priorities; the establishment of budgets and other fiscal decisions, policy 
development, and the application of measures of performance or effectiveness. 
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Strike Team: A set number of resources of the same kind and type that have an 
established minimum number of personnel. 

Strategy: The general direction selected to accomplish incident objectives set by the IC. 

Supporting Technologies: Any technology that may be used to support the NIMS is 
included in this subsystem. These technologies include orthophoto mapping, remote 
automatic weather stations, infrared technology, and communications, among various 
others. 

Task Force: Any combination of resources assembled to support a specific missi
operational need. All resource elements within a Task Force must have common 
communications and a designated leader. 

 

on or 

Technical Assistance: Support provided to State, local, and tribal jurisdictions when they 
 a 

Terrorism: Under the Homeland Security Act of 2002, terrorism is defined as activity 

s 
other subdivision of the United States in which it occurs and is intended 

to intimidate or coerce the civilian population or influence a government or affect the 
n 2 

sible violence, harm, or danger. 

 of 

ding 
e Alaskan Native 

Claims Settlement Act (85 stat. 688) [43 U.S.C.A. and 1601 et seq.], that is recognized as 
dians 

d to be more capable than Types 2, 3, or 4, respectively, because of 
size; power; capacity; or, in the case of incident management teams, experience and 

der 

have the resources but lack the complete knowledge and skills needed to perform
required activity (such as mobile-home park design and hazardous material assessments). 

that involves an act dangerous to human life or potentially destructive of critical 
infrastructure or key resources and is a violation of the criminal laws of the United State
or of any State or 

conduct of a government by mass destruction, assassination, or kidnapping. See Sectio
(15), Homeland Security Act of 2002, Pub. L. 107-296, 116 Stat. 2135 (2002). 

Threat: An indication of pos

Tools: Those instruments and capabilities that allow for the professional performance
tasks, such as information systems, agreements, doctrine, capabilities, and legislative 
authorities. 

Tribal: Any Indian tribe, band, nation, or other organized group or community, inclu
any Alaskan Native Village as defined in or established pursuant to th

eligible for the special programs and services provided by the United States to In
because of their status as Indians. 

Type: A classification of resources in the ICS that refers to capability. Type 1 is 
generally considere

qualifications. 

Unified Area Command: A Unified Area Command is established when incidents un
an Area Command are multi-jurisdictional. (See Area Command.) 
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Unified Command:  An application of ICS used when there is more than one ag
with incident jurisdiction or when incidents cross political jurisdictions. Agencies work 

ency 

together through the designated members of the UC, often the senior person from 

objectives and strategies and a single IAP. 

ent 

Unity of Command: The concept by which each person within an organization reports to 
y 

Volunteer: For purposes of the NIMS, a volunteer is any individual accepted to perform 

n for 

agencies and/or disciplines participating in the UC, to establish a common set of 

Unit: The organizational element having functional responsibility for a specific incid
planning, logistics, or finance/administration activity. 

one and only one designated person. The purpose of unity of command is to ensure unit
of effort under one responsible commander for every objective. 

services by the lead agency, which has authority to accept volunteer services, when the 
individual performs services without promise, expectation, or receipt of compensatio
services.  
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SOUTH CAROLINA HOMELAND SECURITY INFORMATION BULLETIN 
 

NUMBER 2 
 
TO:  All State and Regional CTCC Members  
  All County Needs Assessment Committee Chairs 
  All Homeland Security Grant Points of Contact 
  All Police Chiefs and Sheriffs 
  All County Emergency Management Directors 
  All Fire Chiefs 
  All Emergency Medical Service Directors 
  All State Agencies that are SERT Members  
      
FROM: Robert M. Stewart, SLED Chief 
  Ronald C. Osborne, SCEMD Director  
 
DATE:  February 14, 2006 
  
   
SUBJECT: 2006 National Incident Management System (NIMS) Compliance
  
The Department of Homeland Security has released the requirements for full NIMS 
implementation to be completed by September 30, 2006.  The complete document that 
details the requirements for local jurisdictions can be viewed at 
http://www.fema.gov/pdf/nims/nims_tribal_local_compliance_activities.pdf . 
This bulletin is intended to provide an outline of and clarify the requirements for local 
level NIMS compliance in South Carolina.   

 
The following eight requirements were to be completed by September 30, 2005. Those 
organizations that have yet to accomplish them must continue to work toward their 
accomplishment in addition to meeting FY 2006 requirements: 

 
- Formally recognize NIMS and adopt the NIMS principles and policies. (This has 

been accomplished at the state and county level as well as many cities, town and 
districts.)  Local entities should establish legislation, executive orders, ordinances, 
policies, or resolutions to formally adopt NIMS; 

 
- Establish a NIMS baseline by determining which NIMS requirements you already 

meet using the NIMS Capability Assessment Support Tool (NIMCAST) (Continued 
work is still required in this area as some counties still need to comply.); 

 
- Establish a timeframe and develop a strategy for full NIMS implementation; 

 
- Institutionalize the use of the Incident Command System (ICS).  Local governments 

must use ICS for the entire response system under their jurisdiction.  
Institutionalization is the process that encompasses ICS training, exercising, and 
everyday utilization on all hazards;  

 
- All agency heads, managers, and supervisors for all response disciplines are 

required to complete the IS-700 Course, National Incident Management System 
(NIMS), An Introduction;  
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- In
accomplished at the state and county level.);  

 
- All counties and political subdivisions (cities, towns, and special purpose districts) 

m t sign  Agreement; and 

- In rpora xercises. (This is the 
st dard ing.) 

 
mpleted by May 1, 2006: 

-  Res onder IS-700 Course, National 

corporate NIMS into all Emergency Operations Plans (This has been 

us  the South Carolina Statewide Mutual Aid
 

co te NIMS into all ongoing and new training and e
an for all state exercises and train

The following requirement is to be co
 

p  level personnel are required to complete the 
Incident Management System (NIMS), An Introduction. (Selected positions - see 

hed “F are encouraged to complete this 

05 re  standard for all new personnel. Additionally, FY 2007 
rity Grant funding hinges on the completion of the additional 

 below. Applicants will be required to certify accomplishment as 
Y

 

ies; 
MS adoption by associations, utilities, non-

governmental organizations (NGOs), and private sector incident management and 

attac act Sheet”) However, personnel 
requirement as soon as possible.  

 
All FY 20 quirements become
Homeland Secu
requirements described
part of their F  2007 grants application. 

 
Department of Homeland Security requirements to be completed by September 30, 2006
for full NIMS implementation are; 

 
-  Adopt NIMS at the community level for all government departments and agenc

as well as promote and encourage NI

response organizations. 

 
- Incident Command System (ICS): 

Manage all emergency incidents and preplanned (recurring/special) events in 
a d 
in
A

 M

ccordance with ICS organizational structures, doctrine, and procedures, as define
 NIMS.  ICS implementation must include the consistent application of Incident 
ction Planning and Common Communications Plans. 

 
- ulti-agency Coordination System:  

oordinate and support emergency incident and event management through the 
evelopment and use of integrated multi-agency coordination systems, i.e. develop 

y capability between local Incident Command Posts (ICPs), 

C
d
and maintain connectivit
lo C.   

 P

cal 911 Centers, local Emergency Operations Centers (EOCs) and state EO
 

- ublic Information System: 
plement processes, procedures, and/or plans to communicate timely, accurate 

formation to the public during an incident through a Joint Information System and 
oint Information Center. 

Im
in
J

- 
im

 

 
 Establish the community’s NIMS baseline against the FY 2005 and FY 2006 
plementation requirements. 
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-  funding to 
im

p  evaluation, 
a

 
- ragency mutual aid agreements, to 

ental organizations.   

 
-  Complete ICS 100 and ICS 200 Training (Selected positions - see attached “Fact 

Sheet”) 

ses. 

 program based on NIMS that involves 
responders from multiple disciplines and multiple jurisdictions. 

s into preparedness and response plans and 
procedures. 

 
-  To the extent permissible by law, ensure that relevant national standards and 

mmunication, and data interoperability are 

 
- 

 Develop and implement a system to coordinate all federal preparedness
plement the NIMS across the community. 

 
-  Revise and update plans and SOPs to incorporate NIMS components, principles and 

olicies, to include planning, training, response, exercises, equipment,
nd corrective actions. 

 Participate in and promote intrastate and inte
include agreements with the private sector and non-governm

 
-  Complete IS-800 NRP: An Introduction to the National Response Plan (Selected 

positions - see attached “Fact Sheet”) 

 
-  Incorporate NIMS/ICS into all tribal, local and regional training and exerci

 
-  Participate in an all-hazard exercise

 
-  Incorporate corrective action

 
-  Inventory community response assets to conform to homeland security resource 
typing standards. 

guidance to achieve equipment, co
incorporated into tribal and local acquisition programs. 

 Apply standardized and consistent terminology, including the establishment of plain 
English communications standards across public safety sector. 

For more information, please contact:  

Mik
SC
277

e

m

e Elieff, NIMS Coordinator 
EMD 
9 Fish Hatchery Road 
st Columbia, SC 29172 W

(803) 737-8717 
elieff@emd.state.sc.us  

 

(803) 737-8745 

Mike Russell, NIMS Planner   
SCEMD 
2779 Fish Hatchery Road 
West Columbia, SC 29172 

mrussell@emd.state.sc.us

Key Web Links: 
 
SC
http /NIMS.htm

EMD–NIMS Information 
://www.scemd.org/library/NIMS
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NIM
http

CAST 
://www.fema.gov/nimcast/index.jsp 

 
 
T
 

-7 nagement System (NIMS) An Introduction, (Online Course) 

raining Resources 

00 National Incident MaIS
http://www.training.fema.gov/emiweb/IS/is700.asp
 
IS-8

ttp://training.fema.gov/EMIWeb/IS/is800.asp
00 National Response Plan (NRP), An Introduction (Online Course) 

h
 
IS-1 ystem (Online Course) 
http://training.fema.gov/EMIWeb/IS/is100.asp

00 Introduction to Incident Command S

 
IS-2 or Single Resources and Initial Action Incidents (Online Course) 
http://training.fema.gov/EMIWeb/IS/is200.asp

00 ICS f
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The NIMS Integration Center  
www.feme.gov/nims  

Federal Emergency Management Agency  
Department of Homeland Security  

December 2005  

-100—400  

Federal/State/Local/Tribal/Private Sector & Non-governmental personnel to 

 • Firefighters  
 • Hospital staff  
 • Law Enforcement personnel  
 • Public Health personnel  
 • Public Works/Utility personnel  
 • Skilled Support Personnel  

 • Other emergency management response, support, volunteer 
personnel at all levels  

 

 
• FEMA IS-700: NIMS, An 
Introduction  

• ICS-100: Introduction to 
ICS or equivalent  
 

Fact Sheet  
NIMS TRAINING GUIDELINES FOR FY 2006: IS-700, IS-800, ICS
PERSONNEL REQUIRED TRAINING  
 

Entry level first responders & disaster workers  
 

include:   
 • Emergency Medical Service personnel  

First line supervisors  
 
Federal/State/Local/Tribal/Private Sector & Non-governmental personnel to 
include:  
 
Single resource leaders, field supervisors, and other emergency 
management/response personnel that require a higher level of ICS/NIMS 
Training.  

 
• FEMA IS-700: NIMS, An 
Introduction  
 
• ICS-100: Introduction to 
ICS or equivalent  
 
• ICS-200: Basic ICS or 
equivalent  
 

Middle management  
 
Federal/State/Local/Tribal/Private Sector & Non-governmental personnel to 
include:  
 
Strike team leaders, task force leaders, unit leaders, division/group 
supervisors, branch directors, and multi-agency coordination 
system/emergency operations center staff.  

 
• FEMA IS-700: NIMS, An 
Introduction  
 
• FEMA IS-800: National 
Response Plan (NRP), An 
Introduction  
 
• ICS-100: Introduction to 
ICS or equivalent  
 
• ICS-200: Basic ICS or 
equivalent  
 
• ICS-300: Intermediate 
ICS or equivalent (FY07 
Requirement)  
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Command and general staff  
 
Federal/State/Local/Tribal/Private Sector & Non-governmental perso
include:  

stem 
s, and multi-agency 
gers.  

 

• FEMA IS-800
Response Plan (NRP), An 
Introduction  
 
• ICS-100: Introduction to 

• ICS-200: Basic ICS or 
equivalent  

  

7 
equirement)  

 

nnel to 
• FEMA IS-70
Introduction  

0: NIMS, An 

 
 
Select department heads with multi-agency coordination sy
responsibilities, area commanders, emergency manager
coordination system/emergency operations center mana

: National 

ICS or equivalent 
 

 
• ICS-300: Intermediate 
ICS or equivalent (FY07 

equirement)R
 
• ICS-400: Advanced ICS 

r equivalent (FY0o
R
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APPENDIX B 

TE AND TERRITORIAL COMPLIANCE ACTIVITIES: 
CTOBER

 

In March 2004, the Secretary of Homeland Security, at the request o
released the National Incident Management System (NIMS).  The N
comprehensive system that will improve response operations throug
Incident Command System (ICS) and other standard procedures and
measures.  It will also promote development of cross-jurisdictional, 
interstate regional mechanisms for coordinating incident management and obtaining 
assistance during large-scale or complex incidents.  
 
The NIMS Integration Center (NIC) recognizes that the overwhelmi  
mergency incidents are handled on a daily basis by a single jurisdiction at the local 
vel.  However, it is critically important that all jurisdictions comply with the NIMS 
ecause the challenges we face as a nation are far greater than the capabilities of any one 

jurisdiction; they are not, however, greater than the sum of all of us working together 
through mutual support.  Homeland Security Presidential Directive 5 (HSPD- 5), 
Management of Domestic Incidents, requires all federal departments and agencies to 
adopt and implement the NIMS, and requires states, territories, tribes and local 
governments to implement the NIMS to receive federal preparedness funding.   
 
States1 play an important role in ensuring the effective implementation of the NIMS.  
They must ensure that the systems and processes are in place to communicate the NIMS 
requirements to local2 jurisdictions and support them in implementing the NIMS.  The 
NIMS implementation requirements for local jurisdictions are available in a separate 
matrix to support this communication and coordination between the States and local 
jurisdictions.  States must also implement specific NIMS implementation actions as 
outlined in this matrix.  States should encourage and support a regional approach to 
NIMS implementation among its jurisdictions.  In some instances smaller communities 
may not have the resources to implement  

                                                          

STA
FEDERAL FISCAL YEAR 2006 (O

SEPTEMBER 30, 2006) 
 1, 2005-

f the President, 
IMS is a 
h the use of the 
 preparedness 
statewide and 

ng majority of
e
le
b

 
 

1 As defined in the Homeland Security Act of 2002, the term “State” means any State of the United States, the 
District of Columbia, the Commonwealth of Puerto Rico, Guam,     American Samoa, the Commonwealth of the 
Northern Mariana Islands, and any possession of the United States.” 6 U.S.C. 101 (14) 
 
2 As defined in the Homeland Security Act of 2002, Section 2(10): the term “local government” means “(A) 
county, municipality, city, town, township, local public authority, school district, special district, intrastate 
district, council of governments… regional or interstate government entity, or agency or instrumentality of a 
local government: an Indian tribe or authorized tribal organization, or in Alaska a Native village or Alaska 
Regional Native Corporation; and a rural community, unincorporated town or village, or other public entity.” 6 
U.S.C. 101(10) 
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all elements of NIMS on their own ng together with other localities 
in their regions, they will be able t  to implement NIMS.   
 
Wh

• 
principles are used t o and recover from 
emergency incidents and

• Maintain a response operation capable of expanding to meet an escalating 
nd 

 

ns, 

re-distribution of equipment, 
supplies and aid coming into the area from other localities, states or the federal 

al 

-1 
 

 federal Fiscal Year 2005, the Secretary of Homeland Security provided guidance to 

.  However, by worki
o pool their resources

en NIMS is fully implemented, states and local jurisdictions will be able to: 

Ensure common and proven incident management doctrine, practices and 
o plan for, protect against, respond t

 preplanned events; 

situation and the ability to integrate resources and equipment from intrastate a
interstate mutual aid agreements, state-provided assistance and federal
government response; 

• Order and track response assets using common resource typing and definitio
and draw on mutual aid agreements for additional assistance; 

• Establish staging and allocation plans for the 

government through mutual aid agreements;  

• Conduct situational assessments and establish the appropriate ICS organization
structure to effectively manage the incident; and 

• Establish communication processes, procedures and protocols that will ensure 
effective interoperable communications among emergency responders, 9-1
centers and multi-agency coordination systems such as Emergency Operations
Centers (EOC). 

 
In
each state, outlining initial actions that should be taken to implement the NIMS.  The 
letter to the nation’s governors included a list of actions for States and territories to take 
towards NIMS compliance.  A copy of this letter is posted on the NIMS webpage at: 
http://www.fema.gov/nims/nims_compliance.shtm.  Minimum FY 2005 NIMS activit
included: 
 

• Incorporating NIMS into existing training programs and exercises; 
• Ensuring that Federal preparedness funding (including DHS Homeland Security 

Grant Program, Urban Area Securit

ies 

y Initiative (UASI) funds) support NIMS 
implementation at the state and local levels (in accordance with the eligibility and 
allowable uses of the grants); 

• Incorporating NIMS into Emergency Operations Plans (EOP); 
• 
• IMS; 

• 
 
To rece gency, 
states w nts.  A 

Promotion of intrastate mutual aid agreements;  
Coordinating and providing technical assistance to local entities regarding N
and  
Institutionalizing the use of the Incident Command System (ICS). 

ive FY 2006 preparedness grant funds from any federal department or a
ill have to self-certify that they have met the minimum FY 2005 requireme
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self-certification letter will be provided to each state and territory.  Additional 
information is also available on the NIMS Web page at: www.fema.gov/nims.  
 
In federal Fiscal Year 2006, states, territories, tribes and local communities will be 
req e
implem al 
FY 200
require quirements as established in the 
Sep S Web 
page at

uir d to complete several activities to comply with the NIMS.  The attached 
entation matrix describes the actions that states must take by the end of feder
6 (September 30, 2006) to be compliant with NIMS.  These implementation 
ments are in addition to the FY 2005 NIMS re

t. 8, 2004, letter to the governors.  A copy of that letter is available on the NIM
: www.fema.gov/nims. 
ing in FY 2007, which starts on October 1, 2006, all federal preparednes
 conditioned upon full c

Beginn s funding 
will be ompliance with the NIMS.  By completing the FY 2005 
acti
hav c
 
 Co l l 
support
tribal a plementation of the NIMS in every 
stat n
to a  r
underw  effective implementation of 
NIM  rs.     
 
The ma  
support e actions.  For example, the National Incident Management 

apability Assessment Support Tool (NIMCAST) is a product designed to assist 

r, 

 the National Response Plan (NRP),  Homeland Security Presidential Directive 
8  (i.e. the “National Preparedness Goal”) and the National Infrastructure Protection 

Pla N nical issues 
are rt
additio  full 
NIMS 
 
 Mo  i quently asked 
que o eb page 
(htt /w

vities as wethe FY2006 activities outlined in this matrix, states and territories will 
e a hieved what is considered to be full NIMS implementation by FY 2007. 

mp etion of the FY 2006 actions will result in a statewide infrastructure that wil
 NIMS implementation among all state and territorial agencies as well as at the 
nd local levels.  The effective and consistent im

e a d territory will result in a strengthened national capability to prepare for, respond 
nd ecover from any type of incident.  The matrix identifies activities that are 

ay by the NIMS Integration Center to support the
S as well as activities that will be required for NIMS implementation in future yea

trix also provides information on where to find technical assistance resources to
 these complianc

C
communities in determining their current NIMS compliance baseline.  The NIMS is 
much more than just a list of required elements; it is a new approach to the way we 
prepare for and manage incidents, one that will lead to a more effective utilization of 
resources and enhanced prevention, preparedness and response capabilities.  Moreove
full NIMS implementation is a dynamic and multi-year phase-in process with important 
linkages to
- 

n ( IPP).  Future refinement to the NIMS will evolve as policy and tech
fu her developed and clarified at the national level.  This may well result in 

nal requirements being issued by the NIC as to what will constitute continuous
compliance in FY2007 and beyond.              

re nformation on NIMS and NIMS compliance, and answers to fre
sti ns are available on the NIMS Integration Center W
p:/ ww.fema.gov/nims). 
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APPEN

n Matrix for States and Territo
 

D

NIMS Imple o ri

IX C 

es mentati

FY 2006 Compliance Activities 
Required State/Territorial 

Action fo 6r FY 200  Status/Recommendation Gap/Resources 
Compliance 

State Adoption and Infrastructure 
Adopt NIMS at the er
level for all govern
departments and a ; 
as promote and en  
adoption by associ ti
non-governmental at
(NGOs) and private in
management and r  
organizations. 
 
Monitor formal ado  NIM
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FY 2006 Compliance Activities 
Required State/Territorial 

Action for FY 2006 Status/Recommendation Gap/Resources 
Compliance 

Establish a planning process to 
ensure the communication and 
implementation of NIMS 

tribes.  T  provide a 
means for measuring progress and 

• The FY 2006 NIMS Implementation Matrix for Local Jurisdictions has 
been publishe ST Tool is the best 
method for m uirements. 
NIMCAST should continue to be monitored at the County Level.  In 
addition the NIM  out by each 
municipal area that has its own resources vice trying to 
manage/ ments 

the 6 
e

fro
 

• The NIMCAST tool has been 
implemented down to the 
County Level at this time.  
Accounts will need to be set up 
for t
municipalities that have their 
own resources/capabilities.  

requirements across the state, 
including local governments and 

his process must

facilitate reporting. 
 

d throughout the State.  The NIMCA
easuring the progress against those req

CAST assessment should be filled

monitor all 269 of the other municipal govern
t the State.  From a regional breakdown pe

he approximate 200 

This 

 it 

 

throughou rspective, 
ar as in the state each have a coordinator who could oversee this 

m an EMD perspective as well.   

is an effort that may need 
resources depending on how
is implemented.  Each Area 
Coordinator already has a 
primary task they are assigned 
so they may need assistance 
with this effort.  

Designate a single point of 
within the 

contact 
state government to 

 

• 
place and are the ideal entity to coordinate this implementation effort 
with principle responsibility assigned to the State Emergency 
Management Division. 

C 

o 

 

serve as the principal coordinator 
for NIMS implementation 
statewide.  
 

The State Counter-Terrorism Coordinating Councils are already in • Formally designate the CTCC 
as fulfilling this role via the S
Emergency Management 
Division and provide tasking t
that effect in the SC NIMS 
Implementation Plan.

To the extent permissible by law, 
ensure that federal preparedness 
funding to state and territorial 
agencies and tribal and local 
jurisdictions is linked to the 
satisfactory progress in meeting the 
requirements related to FY06 NIMS 
implementation requirements.     

• Assigned as a responsibility in the NIMS Implementation Plan to 
the SAA and further delegate to the State grant awarding 
authorities (if different). 

• Personnel involved in the 
evaluation of funding requests 
have to be tasked with this 
specific responsibility.  
(underway/resourced?) 
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FY 2006 Compliance Activities 
Required State/Territorial 

Action for FY 2006 
Compliance 

Status/Recommendation Gap/Resources 

To the extent permissible by sta
and territorial law and regulatio
audit agencies and review 
organizations should routinely 
include NIMS implementation 
requirements in all audits 
associated with federal 
preparedness grant funds.  This 
rocess will va

te 
ns, 

lidate the self-
certification process for NIMS 
compliance.  

 
 
 
 
 
 
 

dit 

p

• Assigned as a responsibility in the NIMS Implementation Plan to 
the SAA and further delegate to the state auditing function. 

• Personnel involved in the au
process for grant funds hav
be tasked with this specific
responsibility.  
(underway/resourced?) 

e to 
 

 
 

Command and Management 
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FY 2006 Compliance Activities 
Required State/Territorial 

Action for FY 2006 
Compliance 

Status/Recommendation Gap/Resources 

Incident Command System (ICS): 
Manage all emergency incidents 
and preplanned (recurring/special) 
events in accordance with ICS 
organizational structures, doctr
and procedures, as defined in 
NIMS.  ICS implementation
include the consistent application
Incident Action Planning and 
Common Communications Plan

ine 

 must 
 of 

s.    
 

• 
is

Assessment for the remaining counties in the State to get an 
accurate picture.  The solution also requires additional training be 
conducted throughout the state to ensure people understand the 
Incident Command System Principles covered in I-100 through I-400 
and have opportunities to use it during exercises and actual 
events/incidents.   

 The establishment of a system to develop a sustainable Type 3 
Incident Management Team capability is a key element in the 
implementatio in the State.  
Recommend t anagement 
Personnel) to assist with use of ICS processes until the Type 3 
Team(s) are up and running in the State. 

i
MD 
are 

funded through 07?/underway) 
 NIMS Train-the-

The NIMCAST Data indicates that the State is 68% compliant with 
th  requirement as of 1/25/06  The solution to full compliance for 
this requirement will require the completion of the NJIMCAST 

•

n of the Incident Command System 
he use of the existing USAR Team (M

• Push remainder of Counties to 
complete NIMCAST to ensure an 
accurate picture of 
mplementation progress across 
the State (resourced if E
NIMS Planner positions 

Trainer Prog• ram 
(resourced/underway) 

• Use in Exercises (resourced 
through 06/underway) 

• Use in pre-planned events will 
need to be formalized via 
agency policy and demonstrated 
by agencies taking the lead role 
in these events (gap) 

• NIMS Training (gap) 
• Establishment of Type 3 

Incident Management Team 
capability in the State (gap) 
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FY 2006 Compliance Activities 
Required State/Territorial 

Action for FY 2006 
Compliance 

Status/Recommendation Gap/Resources 

Multi-agency Coordination System:  
y 

 
y 

and/federal EOCs and /NRP 
organizational elements.   
 

Coordinate and support emergen
incident and event management 
through the development and use 
of integrated multi-agency 
coordination systems, i.e. - develop
and maintain connectivity capabilit
between local Incident Command 
Posts (ICP), local 911 Centers, local 
Emergency Operations Centers 
(EOCs), the state EOC and regional 

c
• The NIMCAST Data indicates that the State is 85% compliant with 

this requirement as of 1/25/06.  The use of Web-EOC throughout t
state accounts for the high level of compliance with this specific ite
since Web-EOC is a principle component of the connectivity in 
requirement.  The majority of the counties also have Local 
Government Radio (LGR), SAT Phone capability and 800 MHz radio 
capability. 

he 
m 

this 

 

r • Web-EOC has been rolled out o
is in the process of rolling out in 
all 46 counties throughout the 
State at this time.   
NIMS Training on Multi-Agency 
Coordinating Systems 
(underway/resourced as this is 

• 

 SA

part of the new DHS I-400 
materials) 

• Funding to continue with 
subscriptions for Web-EOC, T 
phones, and 800 MHz radio 
needs to be identified so that 
some counties do not drop 
these services for lack of 
funding. (gap) 
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FY 2006 Compliance Activities 
Required State/Territorial 

Action for FY 2006 
Compliance 

Status/Recommendation Gap/Resources 

Public Information System: 
 
Institutionalize, within the 
framework of ICS, the Public 
Information System, comprising of 
the Joint Information System (JIS) 
and a Joint Information Center 
(JIC).  The Public Information 
System will ensure an organized, 
integrated, and coordinated 
mechanism to perform critical 
emergency information, crisis 
communications and public
unctions which is timely, 

 

 affairs 
accurate, 

nd consistent.  This includes 
training for designate  participants 
from the Governor’s office and key 
state agencies 

f
a

• The NIMCAST Data indicates that the State is 70% compliant with 
this requirement as of 1/25/06.  Some jurisdictions do not have a 
designated PIO and as a result their PIO plans (if they have one) do 
not address the specific logistical needs to stand up a Joint 
Information Center (JIC) or get a Joint Information System (JIS) in 
place.  

• Focus Public Information Officer 
Training on the jurisdictions that 
reported a gap in this area.   

 
•  ID jurisdictions that do not 

have formal PIO plans that 
address JIC and JIS 
requirements. (gap) 

Preparedness: Planning 
Establish the state’s NIMS baseline 
against the FY 2005 and FY 2006 
implementation requirements  
 
  

• As noted the NIMCAST Assessment has been completed by 29 of the 
46 counties in the state.  

 

• The gap here is to get the 
remainder of the counties to 
complete the assessment and 
capture/update their data.  
(resourced/underway) 

 
Coordinate and leverage all federal 
preparedness funding to implement 
the NIMS.   
 
 

• This process is already in place and coordinated by the SAA.  The 
grant subcommittees of the CTCC could be tasked to track/monitor 
this and make recommendations to the SAA regarding funding 
sources and uses of funding to fully implement NIMS  

• Ensure tasking is given to the 
CTCC subcommittees 
(resourced/underway) 
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FY 2006 Compliance Activities 
Required State/Territorial 

Action for FY 2006 
Compliance 

Status/Recommendation Gap/Resources 

Revise and update plans and
o incorporate NIMS and Na

 SOPs 
tional 
onents, 

ude 

  
• ant 

r to assist 
ential 

gap) 

t
Response Plan (NRP) comp
principles and policies, to incl
planning, training, response, 
exercises, equipment, evaluation 
and corrective actions  
 
 

• The NIMCAST Data indicates that the State is 89% compliant with 
this requirement as of 1/25/06. EMD provided sample wording for 
each jurisdictional/municipal area to incorporate into their plans to 
ensure they were NIMS compliant and that effort shows in these 
numbers.   

• The gap here is to get the 
remainder of the counties to 
complete the assessment and 
capture/update their data.  
(resourced/underway) 

Determine the non-compli
jurisdictions and offe
with EOP updates (pot

Promote intrastate and interag
mutual aid agreements, to incl
agreements with the private sector 
and non-governmental 
organizations.   

ency 
ude 

• The NIMCAST Data indicates that the State is 81% compliant with 
this requirement as of 1/25/06 with respect to mutual aid 
agreements. 

• The NIMCAST Data indicates that the State is 63% compliant with 
this requirement as of 1/25/06 with respect to credentialing of first 
responders.  In order to be compliant with this requirement the 
current system must do the following:   
•   Function within existing fed, state, tribal and local ID and qual 
protocols 
• Not burden the issuing 

ols 
• Use current credentialing system for emergency responders 

 

• Ensure the current state mutual 
aid agreements include 
information sharing and if not 
include that aspect. 

• Ensure current state 
credentialing system meets  

• Monitor the credentialing 
activities of the NIMS 
Integration Center as the 
policies and procedures are 

te 
e 

ned 
mentation 

Plan to EMD) 

authority 
• Support interstate augmentation 
• Conform to ICS protoc

developed to ensure the sta
remains in compliance with th
new standards as they are 
developed. (should be assig
under the NIMS Imple
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FY 2006 Compliance Activities 
Required State/Territorial 

Action for FY 2006 
Compliance 

Status/Recommendation Gap/Resources 

Preparedness: Training  
Leverage training facilities to 
coordinate and deliver NIMS 
training requirements in 
conformance with the NIMS 
National Standard Curriculum. 
 

• 
 

lso 
he training of NIMS trainers and the delivery of NIMS 

training on a regional basis as well by broadcasting ICS for 
Executives Sessions to the regional training locations as well. 

 

• 0 
 

equire 
additional resources 

This initiative is already underway with both the SC Fire Academy 
and the SC Criminal Justice Academy.  Not only are both academies
incorporating NIMS training into their current curricula, they are a
supporting t

 The delivery of IS-700, IS-80
and the ICS National Training
Curriculum Courses at the 
Academies will likely r

(underway, gap in resources)  

Complete IS-700 NIMS: An 
Introduction 

• The NIMS Implementation Plan addresses the need to deliver this 
training and the projected audience within the State that will need it 

00 
a 

of the FEMA online course and classroom instruction 
e 

• 
address responsibilities for 

employees 

n will 
 

 
 

given the DHS criteria is approximately 39,125.  As of 1/25/06 IS-7
has been delivered to 22,898 personnel in the State using 
combination 
provided by State Employees.  There are still 16,227 personnel in th
State who need this training in FY 06 to ensure the State is in 
compliance with DHS standards. 

NIMS Implementation Plan will 

academies and agencies 
(without formal training 
academies) to incorporate this 
requirement for new 
and recruits. 
(resourced/underway) 

• NIMS Implementation Pla
address responsibilities for
agencies to ensure their existing 

rse 

l) 
• 

personnel are taking the cou
online. (underway/partially 
resourced – gap to train 
additional 16,227 personne
To ensure this gap is monitored 
get access to course completion 
data directly versus via FEMA 
(underway)   
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FY 2006 Compliance Activities 
Required State/Territorial 

Action for FY 2006 
Compliance 

Status/Recommendation Gap/Resources 

Complete IS-800 NRP: An 
Introduction 

• The NIMS Imple eed to deliver this 
tate that will need it 

S 

• NIMS Implementation Plan will 
address responsibilities for 

(
a his 

• N
address responsibilities for 

 
 
 
 

mentation Plan addresses the n
training and the projected audience within the S
given the DHS criteria is approximately 3912.  As of 1/25/06 IS-800 
has been delivered to 1585 personnel in the State using the FEMA 
online course.  There are still 2327 personnel in the State who need 
this training in FY 06 to ensure the State is in compliance with DH
standards. 

academies and agencies 
without formal training 
cademies) to incorporate t

requirement 
(resourced/underway) 

IMS Implementation Plan will 

agencies to ensure their existing 
urse 

ly 

• 

personnel are taking the co
online. (underway/partial
resourced – gap to train 
additional 2327 personnel) 
To ensure this gap is monitored 
get access to 
data directly versus

course completion 
 via FEMA 

(underway)   
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FY 2006 Compliance Activities 
Required State/Territorial 

Action for FY 2006 
Compliance 

Status/Recommendation Gap/Resources 

Complete ICS 100 and ICS 
Training 

200 

 

• 

• The incorporation of this training into the current academies will 
begin to solve some of this problem but will not capture those 
already in the field or those agencies who do not use the academies 
for their accession training. 

• Although I-300 and I-400 are 2007 requirements.  The projected 
audience for I-300 is 3912 (10% of total) and projected audience for 
I-400 is 1956 (5% of total). 

• If there is a need for training on the credentialing systems to ensure 
DHS compliance that would need to be accounted for here as well. 

will 
 

• 400 

eed 
ctors 

• 
aling 

standards (potential gap) 
 
 

 
 
 
 
 

• I-100:  The projected audience within the State that will need it 
given the DHS criteria is approximately 39125.  As of 1/25/06 I-100 
has been delivered to 27,599 personnel (FF+FEMA+10% of others) 
leaving a gap of 11,526.   
I-200:  The projected audience within the State that will need it 
given the DHS criteria is approximately 7825.  As of 1/25/06 I-200 
has been delivered to 3355 (FEMA+10% of others) leaving a gap of 
4470. 

• Training gap for delivery of I-
100 and I-200 (can dictate 
completion in NIMS 
Implementation Plan but 
require some courses put on by
train-the-trainer grads as well) 
In order to start I-300/
training to meet 2007 NIMS 
compliance requirements 
personnel should start taking 
these courses. This process is 
underway with the Train-the-
Trainer program but will n
resources to support instru
as they deliver this material 
around the State (printed 
materials, travel, per-diem) 
Complete training that may be 
required to satisfy credenti

  
Preparedness: Exercises 

Incorporate NIMS/ICS into all state 
and regional training and exercises. 
 
 
 

• The use of NIMS ICS principles and the development of NIMS ICS-
based objectives are written into the current SC HLS Exercise 
Program. 

• Already underway (resourced 
through FY06 will need funding 
beyond that) 
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FY 2006 Compliance Activities 
Required State/Territorial 

Action for FY 2006 
Compliance 

Status/Recommendation Gap/Resources 

Participate in an all-hazard exerc
program based on NIMS that 
nvolves r

ise 

esponders from multiple 
isciplines and multiple 
risdictions.  

i
d
ju

• The current SC HLS Exercise Program exceeds these requiremen
not only requiring the conduct of multi-agency, multi-jurisdictional 
exercises but also the requirement to look across State borders for 
opportunities to collaborate with conti

ts by 

guous states when exercising in 

ng 

the bordering SC Counties.  

• Already underway (resourced 
through FY06 will need fundi
beyond that) 

Incorporate corrective actions into 
reparedness and response plans 

and procedures. 
 

 

p
• The current SC HLS Exercise Program meets these requirements wi

the requirement to conduct After Action Report conferences and to 
produce After Action Reports and Improvement Plans. 

th • Already underway (resourced 
through FY06 will need funding 
beyond that) 

Resource Management 
Inventory state response assets to 
conform to homeland security 
resource typing standards.  
 
 
 
 
 
 

• Resource Typing Project is already underway with Mike Elieff at EMD. 

 built into Web-EOC.  The software is was 

specific resources and enter those into the system. 
 

• 

for

He briefed the status of the project to the County Emergency 
Managers and it was well received.  The standard DHS resource 
typing definitions are being
rolled out in early June in conjunction with the State hurricane 
exercise.  It will enable resource managers to begin to inventory their 

Underway (resourced if the 
NIMS Coordinator/Planner 
positions are funded through 
2007.  This will require an ef t 
on the part of the resource 
owners at the county and 
municipal level to enter their 
resource data as well)   
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FY 2006 Compliance Activities 
Required State/Territorial 

Action for FY 2006 
Compliance 

Status/Recommendation Gap/Resources 

Develop state plans for the receipt 
and distribution of resources as 
outlined in the National Response 
Plan (NRP) Catastrophic Incident 
Annex and Catastrophic Incident 
Supplement 

• The Resource Typing project will fulfill a portion of this 
requirement provided the providing agencies have typed their 
resources IAW the DHS requirements.  The NRP Catastrophic 
Incident Annex (NRP CIA) requires that State Plans for use of 
Federal Resources address the following policies with respect to 
the deployment of Federal Resources under the NRP CIA  

• All deploying Federal resources remain under the control 
of their respective Federal department or agency during 
mobilization and deployment.  

• Federal resources arriving at a Federal mobilization 
center or staging area remain there until requested by 
Stat orities, when they are 

ever, 

source deploys. 
• The occurrence or threat of multiple catastrophic 

incidents may significantly reduce the size, speed, and 
depth of the Federal response. If deemed necessary or 
prudent, the Federal Government may reduce the 
availability or allocation of finite resources when multiple 
venues are competing for the same resources, or hold 
certain resources in reserve in case of additional 
incidents. 

tics Support Plan 
addresses all of the policies 

ne  

e/local incident command auth

• The Resource Typing project 
has started compliance with 
this requirement.  The current 
Disaster Logis

integrated into the incident response effort.  
• Federal assets unilaterally deployed in accordance with 

the NRP-CIS do not require a State cost-share. How
in accordance with the Stafford Act, State requests for 
use of deployed Federal assets may require cost sharing.

• Unless it can be credibly established that a mobilizing 
Federal resource identified in the NRP-CIS is not needed 
at the catastrophic incident venue that re

noted in the NRP-CIA.  (Do )

10/30/2006 75 SC NIMS Implementation Plan 



0/30/2006 76 SC NIMS Implementation Plan 

FY 2006 Compliance Activities 
Required State/Territorial 

Action for FY 2006 
Compliance 

Status/Recommendation Gap/Resources 

To the extent permissible by state 
and local law, ensure that relevant 
national standards and guidance to
achieve equipment, communication
and data interoperability are 
incorporated into state and local 
acquisition pr

 
 

ograms.  

•  
q

The key to ensuring this requirement is met is to ensure the
ac uisition of major equipment is coordinated across jurisdictions. 

ertain extent this has been accomplished via the BZPP VRPP’s 
ere there is a prescribed set of equipment that can be purchase
achieve true interoperability the State will have to establish 
abilities as part of the resource typing project that can describe 

what types 

To 
a c
wh d.  
To 
cap

resourc y

g 
 

• 
subcommittees to 

of interoperability are desired and build that into specific 
e t ping descriptions. 

• Continuation of the Resource 
Typing Project that is ongoin
but will likely require additional
resources (gap - funding to 
continue NIMS Planner & 
Coordinator Positions) 
Use Comms Interoperability 

gage level of 
effort required to get to the 
DHS standard. 

Communication & Information Management 
Apply standardized and consistent 
terminology, including the 
establishment of plain English 
communications standards across 
public safety sector.   

• There was 
LowCou ry
current H
organization
interagency 
respon
respon o

• The development of a policy is 
being addressed at the 
subcommittee level at each 
CTCC.  This also needs to be 
included as evaluation criteria 
for comms during exercises.  
(underway/resourced) 

 

some significant discussion on this topic at the November 
 Counter Terrorism Coordinating Council nt meeting.  The 

D S guidance on this issue is agencies are permitted to use 
al 10 codes on a daily basis when conducting normal 
operations.  When they engage in a multi-jurisdictional 

 se they are required to switch to plain language for incident
se c mms.  

 

 

1

 



 

APP DI
 

EN X D 
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A  PPENDIX E
 
FY 2006 NIMS Training Requirements  
 
Overview  
 
Training is one of the important elements that state, territorial, tribal, and local entities 
must complete during the FY 2006 (October 1, 2005 – September 30, 2006) to become 
fully compliant with the NIMS.  Jurisdictions will be required to meet the FY 2006 NIMS 
implementation requirements as a condition of receiving federal preparedness funding 
assistance in FY 2007. 
 
It is important to recognize that NIMS implementation will not end in FY 2006.  The 
NIMS is a dynamic system, and the doctrine as well as the implementation requirements 
will continue to evolve as our prevention, preparedness, response, and recovery 
capabilities improve and our homeland security landscape changes.  Further, new 
personnel will continue to need NIMS training, and NIMS processes will still have to be 
exercised in future years.   
 
The successful implementation of the NIMS depends on the participation and integration 
of all state, territorial and community-based organizations, including public, non-
governmental, and private organizations that may have a role in preventing, preparing 
for, responding to, or recovering from an incident.  States, territories, tribes and local 
jurisdictions should therefore consider and include appropriate organizations in their 
NIMS implementation efforts, including private sector emergency medical and hospital 
providers, transportation systems, utilities, and special facilities such as industrial plants, 
nuclear power plants, factories, military facilities, stadiums and arenas.  Moreover, full 
NIMS implementation is a dynamic and multi-year phase-in process with important 
linkages to the National Response Plan (NRP),  the Homeland Security Presidential 
Directive - 8  (i.e. the “National Preparedness Goal”) and the National Infrastructure 
Protection Plan (NIPP).  Future refinement to the NIMS will evolve as policy and 
technical issues are further developed and clarified at the national level.  This may well 
result in additional requirements being issued by the NIC as to what will constitute 
continuous full NIMS compliance in FY2007 and beyond.              
 
IS-700 NIMS: An Introduction 
 
All personnel with a direct role in emergency preparedness, incident management or 
response must complete this training.  IS-700 NIMS: An Introduction is a Web-based 
awareness level course that explains NIMS components, concepts and principles. 
Although it is designed to be taken online as an interactive Web-course, course materials 
may be downloaded and used in a group or classroom setting. Answer sheets may be 
obtained from the Emergency Management Institute by calling the EMI Independent 
Study Office at 301-447-1256. To obtain the IS700 course materials or take the course 
online go to http://training.fema.gov/emiweb/IS/is700.asp. More than 550,000 persons 
completed this course in FY 2005. 
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ted above all personnel with a direct role in 
reparedness, incident management or response must complete the training.  
ow are additional guidelines to assist you in determining the type of 

 
 

ho should take IS-700 in FY 2006?  As staW
emergency p
ncluded belI

individual by position who should take the IS-700 training. 
 

Executive Level – Political and government leaders, agency and organization 
administrators and department heads; personnel that fill ICS roles as Unified  
Commanders, Incident Commanders, Command Staff, General Staff in either 
Area Command or single incidents; senior level Multi-Agency Coordination 
System personnel; senior emergency managers; and Emergency Operations 
Center Command or General Staff.  

 
Managerial Level – Agency and organization management between the exe
level and first level supervision; personnel who fill ICS roles as Branch  
Directors, Division/Group Supervisors, Unit Leaders, technical specialists, strike 
team and task force lead

cutive 

ers, single resource leaders and field  supervisors; 
midlevel Multi-Agency Coordination System personnel;  EOC Section Chiefs, 
Branch Directors, Unit Leaders; and other emergency  management/response 
personnel who require a higher level of ICS/NIMS Training.  

 
Responder Level – Emergency response providers and disaster workers, entry 
level to managerial level including Emergency Medical Service personnel;  
firefighters; medical personnel; police officers; public health personnel;  public 
works/utility personnel; and other emergency management response personnel.  

 
 Note:  Multi-agency Coordination System personnel include those persons wh
  are charged with coordinating and supporting incident management activities

These emergency management personnel typically may function from an 
emergency operations center or similar facility. 

 

o  
.  
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IS-800 NRP: An Introduction 

ll Federal, state, territorial, tribal, and local emergency managers or personnel whose 

.  The following topics are 
overed in this training: 

 
• 
•  

• 
• hat support an incident 
• 

 
The cou
may be
obtaine
Study O  
nline 

 
A
primary responsibility is emergency management must complete must this training.  IS-
800 National Response Plan (NRP): An Introduction is a Web-based awareness level 
course that introduces the key elements of the National Response Plan so that its 
implementation can be supported at all levels of government
c

National Response Plan Overview (and correlation to NIMS) 
Roles and Responsibilities of Federal, State, local, and tribal governments, and
private sector organizations 
Coordinating structures in the field and at the regional and national levels 
Field-level organizations and teams t
Incident management actions, including notification and assessment, activation, 
deployment, and demobilization 

rse is designed to be taken online as an interactive Web-course; course materials 
 downloaded and used in a group or classroom setting. Answer sheets may be 
d from the Emergency Management Institute by calling the EMI Independent 
ffice at 301-447-1256. To obtain the IS800 course materials or take the course

go to o http://training.fema.gov/emiweb/IS/is800.asp. More than 55,000 persons 
ompleted this course in FY 2005. 

 
Who sh l, 
and loc

anage  
 assis

c

ould take IS-800 in FY 2006?  As stated above all Federal, state, territorial, triba
al emergency managers or personnel whose primary responsibility is emergency 
ment must complete must this training.  Included below are additional guidelinesm

to t you in determining the type of individual by position who should take the IS-800 
training. 
 

Federal Level – Officials in Federal government departments and agencie
emergency management responsibilities under th

s with 
e NRP. 

 
 State/Territorial Level – Officials in state and territorial governments with 
 emergency management responsibilities to include personnel from state and 
 territorial emergency management agencies and from agencies who support and 
interact with the 15 Emergency Support Functions (ESF) in the NRP. 

 
 Tribal/Local Level – Officials in tribal and local jurisdictions with overall 

emergency management responsibilities as dictated by law or ordinance; those  
officials with overall emergency management responsibilities through delegation; 
and those officials primarily involved in emergency planning. 
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ICS-100 Introduction to ICS and ICS-200 Basic ICS 

 
st 

, territorial, tribal, private sector and non-governmental 
personnel at the first line supervisor level, middle management level, and 

erations must 

il)  

the following topical areas along with the specific objectives noted. 

be the role and function of the Planning 
 

 
ilities; 

 

 
All Federal, State, territorial, tribal, private sector and non-governmental 
personnel at the entry level, first line supervisor level, middle management level,
and command and general staff level of emergency management operations mu
complete ICS-100 level training.  
 
All Federal, State

command and general staff level of emergency management op
complete ICS-200 level training.  
 
(See NIMS Training Guidelines page end of this section for additional deta
 
Training developed and conducted by Federal, state, local, and tribal agencies as 
well as private training vendors at the ICS-100 level must include at a minimum 

 
Purpose of ICS to include the following objectives: Identify requirements to use 
ICS; Identify three purposes of ICS; and identify common incident tasks 
 
Basic Features of ICS to include the following objectives: Describe the basic 
features of ICS 
 
Incident Commander and Command Staff Functions to include the following 
objectives: Describe the role and function of the Incident Commander: and 
describe the role and function of the Command Staff. 
 
General Staff Functions to include the following objectives: Describe the role and 
function of the Operations Section; Descri
Section; Describe the role and function of the Logistics Section; and Describe the
role and function of the Finance/Administration Section. 

Facilities to include the following objectives: Describe the six basic ICS fac
identify facilities that may be located together; and Identify facility map symbols. 
 
Common Responsibilities to include the following objectives: Describe common
mobilization responsibilities; Describe common responsibilities at an incident; 
List individual accountability responsibilities; and Describe common 
demobilization responsibilities.  
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Training developed and conducted by Federal, state, local, and tribal agencies as 
well as private training vendors at the ICS-200 level must include at a minimum 

ation relationships; Identify common 
adership responsibilities; Describe span of control and modular development; 

ing 
rity; describe delegation of authority process; 

nd describe and explain management by objectives. 

unctional Areas and Positions to include the following objectives: Identify the 

riefings to include the following objectives: Give an Operational Briefing; and 

rganizational Flexibility to include the following objectives:  Explain how the 

ysis; define the five types of incidents; and describe the 
portance of preparedness plans and agreements.   

nd; and describe the 
rocess of a transfer of command. 

ng requirements be met 
rough a federal source.  The NIMS National Standard Curriculum Training 

 
aining offered by other agencies or vendors meets the standard “as taught by 

ained in 
r pervious training is consistent with DHS 

standards (to include ICS courses managed, administered, or delivered by the 
Emergency Management Institute, the National Fire Academy, FIRESCOPE, the 
National Wildfire Coordinating Group, the U.S. Department of Agriculture, the 
Environment Protection Agency, and the U.S. Coast Guard.) 
 

the following topical areas along with the specific objectives noted.   
 
Leadership and Management to include the following objectives: Describe chain 
of command and formal communic
le
and describe the use of position titles. 
 
Delegation of Authority and Management by Objectives to include the follow
objectives: describe scope of autho
a
 
F
ICS tools to manage an incident; demonstrate the function of organizational 
positions within ICS; and demonstrate the use of an ICS 201 form. 
 
B
Describe components of field, staff and section briefings/meetings. 
 
O
modular organization expands and contracts; given a scenario, complete a 
complexity anal
im
 
Transfer of Command to include the following objectives: List the essential 
elements of information involved in transfer of comma
p
 
The NIMS Integration Center recognizes that many operational aspects of NIMS, 
including ICS training, are available through state, local, and tribal agencies and 
private training vendors.  It is not necessary that the traini
th
Development Guidance (October, 2005) document provides stakeholders with an 
evaluation checklist for training content, which may be used to ensure that the ICS
tr
DHS.”   
 
Emergency management/response personnel who have already been tr
ICS do not need retraining if thei
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Who should take ICS-100 and ICS-200 in FY 2006?  As stated above all Federal,
State, territorial, tribal, private sector and non-governmental personnel at the entr
level, first line supervisor level, middle management level, and comm

 
y 

and and 
eneral staff level of emergency management operations must complete ICS-100 

ent 
s 

 

 
 
 

g
level training.  All Federal, State, territorial, tribal, private sector and non-
governmental personnel at the first line supervisor level, middle managem
level, and command and general staff level of emergency management operation
must complete ICS-200 level training. 
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APPENDIX F 

 Training Plan for IMT’s 

e Goal 

erall goal of USFA's Incident Manageme

 
USFA
 

Cours

The ov nt Team (IMT) program is to develop 
state and regional IMTs to function under the National Incident Management System 

IMS) during a large and/or complex incident or a major event. This course is designed 
r those who are assigned to function in a Type 3 All-Hazards IMT during a 
rge/complex incident, typically extending into the second operational period. The Type 

3 IMT can either support an existing ICS structure, or can assume command of an 
incident if requested to do so. The Type 3 IMT can ease the transition to a Type 2 or 
Type 1 IMT for incidents of national significance. 

Course Schedule 
Course Introduction and Overview Day 1 
Introduction to IMT Training Foundation  
Command Staff Functions in the IMT 
Simulations: Tornado, Incident Command (2 hours) 

Day 2 

Simulations: Tornado, Command Staff (2 hours) 
General Staff Functions in the IMT 
Logistics, Ops, etc. 

Day 3 

Planning Process  
Simulation: Planned Event, IAP Development Day 4 
Mid-Course Review, Summary and Evaluation  
Unified Command 
Major Incident Management 
Simulation: Developing an Incident Complex Organization (1 hour) 
Simulation: The Murky River Flood: Establishing an Area Command (1 hour) 

Day 5 

End-of-Course Review, Summary, and Evaluation  
IMT On-Scene Operations Day 6 
Simulation #1 Planned Event - Central City's July 4th International Food and Wine Festival 
(7 hours) 
IMT On-scene Operations Day 7 
Simulation #2 (Customized for the State or Region of the host Incident Management Team) (7 
hours) 

Instructional Cadre 

This course requires 3 instructors and 3 mentors, all with specific IMT experience. 

(N
fo
la
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Class Size - 24-42, as determined by the host agency. The intent is to have three students 
r each of the 8 Command and Ge ithin an IMT, plus appropriate 

n, and Planning Section. 

USFA Type 3 IMT Technical Assistance 

• 7 days of team-specific training, All-Hazards IMT  

ll assume at an incident  
o Host agency will be notified of any students who do not perform 

satisfactorily  
 team will be able to perform effectively at an 

ion Chief  
dministration/Finance Section Chief  

ype 2 IMTs  
and observe their counterparts on Type 1 and Type 2 

nsibilities to gain 

T members by having them see these operations in real-

ents are coordinated by the USFA in partnership 
orest Service (USFS).  

• 

 Type 3 IMTs 

o 50 DHS Urban Area Security Initiative regions  
o State-identified regions not adequately served by a Type 3 IMT.  

• State Fire Training Agencies, State Emergency Management Agencies, and State 
Forestry Agencies will play key roles  

fo neral Staff positions w
deputies in Command, Operations Sectio

o Customized for the State or region  
o Delivered to an assigned team as a whole  

 Command & General Staff functions  
 Unified Command, Area Command  
 IMT concepts/dynamics/transition  
 Functional/operational exercises  
 Customized operational simulation  

o Each student fulfills the role they wi

o Upon completion, the
incident  

• Position-specific training  
o Type 3 Incident Commander  
o Type 3 Planning Section Chief  
o Type 3 Logistics Sect
o

 Safety Offi
 Type 3 A
o cer  

Public Information Officer  o 
xperienced Type 1 and T• Shadowing of e

o To partner with 
IMTs and to monitor their functions, tasks, and respo
hands-on experience at an actual incident.  

ations during major emergencies and to o To learn first-hand about IMT oper
prepare the IM
time.  

o The shadowing assignm
with the U.S. F

Sustainment/refresher training/exercises  

Plan for Development of

• Type 3 IMT Technical Assistance provided for:  
o 56 States/Territories  
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IMT Program Delivery Costs for Type 3 IMT 

• Estimated costs for Type 3 IMT development  
o USFA: $7,500 + staff travel  
o Host Agency: $27,500 + position specific training costs + travel for 

shadowing  
n for:  

o Stu n

• ODP funding may be used by a State or UASI Regio
o Instructor fees and travel  
o Backfill/Overtime  

de t Travel  
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APPENDIX G 

Ov i
 

Who shoul i  
District, and any other public emergency service provider. (This includes utilities if they 
lend e  SPD can sign the 
Agreement p
 
Procedural a tity signs the Agreement, three documents need to be 
returned to SCEMD. Those are: Page 15 of the Agreement (Signature page), Page 16 of 
the Agreement (Authorized Representative page), and Proof of Insurance (a copy of their 
policy, a letter from their carrier stating that participation in mutual aid is acceptable 
under their policy, a copy of the ordinance showing they are self-insured).  

 
What does the Agreement cover?  

• A clarification of how liability issues will be handled. The Agreement 
specifies that each party will be responsible for its own legal 
representation.  

• A requirement that each party be responsible for their own worker’s 
compensation costs.  

• A schedule for reimbursement.  
• Procedures for actually lending/receiving aid under the Agreement.  
• A requirement for each participating entity to have insurance that will 

cover the agents of the entity during a mutual aid response.  
 

REMEMBER: This is all just a framework. The Agreement does allow entities to 
“otherwise agree” on terms that better suit their needs. For example, a group of 
electric utility providers can agree to reimburse one another at a different rate than 
what the Agreement spells out.  

 
Why the Agreement should be signed?  

• It is a tool for mutual aid response. The Firefighter Mobilization Plan and 
the State Law Enforcement Mutual Aid Plan are both using the Agreement 
as the tool within their plans for dealing with the formalities of mutual aid.  

• There is a proof of insurance requirement. Accidents can and will happen.  
• Signing the Agreement DOES NOT supercede existing mutual aid 

agreements. It will supercede once entities decide to use the Agreement.  
• There is NO legal responsibility to respond. Entities REQUEST help. If an 

entity is unable to respond, they don’t have to respond.  
• The Agreement DOES allow for entity-to-entity direct request and 

response. This offers protection to the entities that will do this without 
going through the State. This is NOT the preferred method of 
lending/requesting aid. At a MINIMUM, SCEMD and county EM’s want 
the parties to notify the county EM that resources will be coming into or 

erv ew of the Statewide Mutual Aid Agreement  

d s gn the Agreement? Every County, Municipality, Special Purpose Tax

/r ceive aid during a disaster) REMEMBER: A municipality or
 se arate from the county.  

 M tters: When an en
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leaving the county. irectly to SCEMD we will 
contact the county uest or verify that the county is 

every community and 
s, 

ework is 
t federal dollars become available. FEMA 

y. 

o 
s 

“reciprocal” then FEMA will honor the reciprocal agreement and federal 
 difficult to obtain. Caveat: It is possible that FEMA 

that 

her 

he small 
ack 

ring a 
cy 

e 

utual aid agreement during those 

 IF a request is made d
EM to either fill the req

unable to fill the request.  
• The possibility for a large-scale event is very real in 

becoming more real. Terrorism, winter storms, hurricanes, earthquake
floods, wild fires, etc are some of the real possibilities.  

• There is a FRAMEWORK for reimbursement so everyone will know 
beforehand how the money issue will be handled. This Fram
especially important in the even
is tightening the purse strings and following their own rules more strictl
FEMA will offer reimbursement based on the EXISTING or commonly 
used mutual aid agreement between entities. If entities use the Agreement 
during large-scale events then they will have a framework for FEMA t
follow for reimbursement. If no mutual aid agreement is used, or if it i

dollars will be more
will honor the reciprocal agreement (or any other common agreement) 
two entities use on a day-to-day basis. The important reason for the 
Statewide Agreement is that it offers a formal agreement to be followed 
when two entities that do not normally lend/receive aid with one anot
find themselves in a mutual aid situation.  

• The SMALL entities gain as much as the LARGE entities. T
entities are more likely to need assistance than the large ones due to l
of capability.  

• EVERY entity can benefit from having the resources of multiple 
jurisdictions readily available. This will be especially important du
terrorist event or a “no notice” large-scale event. Almost every emergen
response system within this state will be immediately inundated in thes
events. The Agreement creates a tool to call for help immediately and 
before local and state EOC’s can activate and begin to assist. The 
Agreement offers protection of a m
critical times 
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APPENDIX H 
 

 
EM

 

 
This compact i
which enact th
agreement, the
Puerto Rico, th
The purpose of
entering into th y 
the governor o
hazard, man-m
disorders, insu
cooperation in
equipment and
receiving of ai
actions occurri
compact m e 
with the Na n
states. 
 

 
Each party stat
political jurisd  
managing thes es 
that there will es to 
apply outside r cy. 
This is because few, if any, individual states have all the resources they may need in all 
types of em rgencies or the capability of delivering resources to areas where emergencies 
exist. The prompt, full, and effective utilization of resources of the participating states, 
including any resources on hand or available from the Federal Government or any other 
source, that are essential to the safety, care, and welfare of the people in the event of any 
emergency or disaster declared by a party state, shall be the underlying principle on 
which all articles of this compact shall be understood. On behalf of the governor of each 
state participating in the compact, the legally designated state official who is assigned 
responsibility for emergency management will be responsible for formulation of the 
appropriate interstate mutual aid plans and procedures necessary to implement this 
compact. 
 
 
 
 

ERGENCY MANAGEMENT ASSISTANCE COMPACT (EMAC) 

ARTICLE I - PURPOSE AND AUTHORITIES 

s made and entered into by and between the participating member states 
is compact, hereinafter called party states. For the purposes of this 
 term "states" is taken to mean the several states, the Commonwealth of 
e District of Columbia, and all U.S. territorial possessions. 
 this compact is to provide for mutual assistance between the states 
is compact in managing any emergency or disaster that is duly declared b

f the affected state(s), whether arising from natural disaster, technological 
ade disaster, civil emergency aspects of resources shortages, community 
rgency, or enemy attack. This compact shall also provide for mutual 
 emergency-related exercises, testing, or other training activities using 
 personnel simulating performance of any aspect of the giving and 
d by party states or subdivisions of party states during emergencies, such 
ng outside actual declared emergency periods. Mutual assistance in this 

ay include the use of the states' National Guard forces, either in accordanc
tio al Guard Mutual Assistance Compact or by mutual agreement between 

ARTICLE II - GENERAL IMPLEMENTATION 

e entering into this compact recognizes many emergencies transcend 
ictional boundaries and that intergovernmental coordination is essential in
e and other emergencies under this compact. Each state further recogniz
be emergencies which require immediate access and present procedur
esources to make a prompt and effective response to such an emergen

e
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ARTICLE III - P ONSIBILITIES 
 

party state to formulate procedural plans and 
rogram
rticle. as 
ractical, shall: 

dividua ossible, 

y 
th 

r 

. The authorized  another party 
tate by contacting ions of this 

 

 party 
 affected jurisdictions and the United States Government, with free exchange 

f information, plans, and resource records relating to emergency capabilities. 

ARTY STATE RESP

A. It shall be the responsibility of each 
p s for interstate cooperation in the performance of the responsibilities listed in this 

 In formulating such plans, and in carrying them out, the party states, insofar a
p
i. Review in
d

l state hazards analyses and, to the extent reasonably p
etermine all those potential emergencies the party states might jointly suffer, whether 

due to natural disaster, technological hazard, man-made disaster, emergency aspects of 
resource shortages, civil disorders, insurgency, or enemy attack. 
ii. Review party states' individual emergency plans and develop a plan which will 
determine the mechanism for the interstate management and provision of  assistance 
concerning any potential emergency. 
iii. Develop interstate procedures to fill any identified gaps and to resolve any identified 
inconsistencies or overlaps in existing or developed plans. 
iv. Assist in warning communities adjacent to or crossing the state boundaries. 
v. Protect and assure uninterrupted delivery of services, medicines, water, food, energ
and fuel, search and rescue, and critical lifeline equipment, services, and resources, bo
human and material. 
vi. Inventory and set procedures for the interstate loan and delivery of human and 
material resources, together with procedures for reimbursement or forgiveness. 
vii. Provide, to the extent authorized by law, for temporary suspension of any statutes o
ordinances that restrict the implementation of the above responsibilities. 
 
B representative of a party state may request assistance of

 the authorized representative of that state. The proviss
agreement shall only apply to requests for assistance made by and to authorized 
representatives. Requests may be verbal or in writing. If verbal, the request shall be 
confirmed in writing within 30 days of the verbal request. Requests shall provide the 
following information: 
i. A description of the emergency service function for which assistance is needed, such as 
but not limited to fire services, law enforcement, emergency medical, transportation, 
communications, public works and engineering, building inspection, planning and 
information assistance, mass care, resource support, health and medical services, and 
search and rescue. 
ii. The amount and type of personnel, equipment, materials and supplies needed, and a 
reasonable estimate of the length of time they will be needed. 
iii. The specific place and time for staging of the assisting party's response and a point of
contact at that location. 
 
C. There shall be frequent consultation between state officials who have assigned 
emergency management responsibilities and other appropriate representatives of the
states with
o
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ARTICLE IV – LIMITATIONS 
 
Any party state requested to render mutual aid or conduct exercises and training for 
mutual aid shall take such action as is necessary to provide and make available the 
resources covered by this compact in accordance with the terms hereof; provided that it
understood that t

 is 
he state rendering aid may withhold resources to the extent necessary to 

ng state), duties, rights, 
gency 

lar 
ill come under the operational control of the 

 
tate of emergency or disaster 

 of 
 

in in the receiving state(s), whichever is longer. 

y any state party 
 the compact evidencing the meeting of qualifications for professional, mechanical, or 

nce 
ct to 

 by 

 
ity 

rty state or its officers or employees rendering aid in another state 
on 

aintenance or use of any 

s negligence, or recklessness. 

ereto, this 
strument contains elements of a broad base common to all states, and nothing herein 

provide reasonable protection for such state. 
Each party state shall afford to the emergency forces of any party state, while operating 
within its state limits under the terms and conditions of this compact, the same powers 
(except that of arrest unless specifically authorized by the receivi
and privileges as are afforded forces of the state in which they are performing emer
services. Emergency forces will continue under the command and control of their regu
leaders, but the organizational units w
emergency services authorities of the state receiving assistance. These conditions may be
activated, as needed, only subsequent to a declaration of a s
by the governor of the party state that is to receive assistance or commencement
exercises or training for mutual aid and shall continue so long as the exercises or training
for mutual aid are in progress, the state of emergency or disaster remains in effect or 
loaned resources rema
 

ARTICLE V - LICENSES AND PERMITS 
 
Whenever any person holds a license, certificate, or other permit issued b
to
other skills, and when such assistance is requested by the receiving party state, such 
person shall be deemed licensed, certified, or permitted by the state requesting assista
to render aid involving such skill to meet a declared emergency or disaster, subje
such limitations and conditions as the governor of the requesting state may prescribe
executive order or otherwise. 
 

ARTICLE VI – LIABILITY 
 
Officers or employees of a party state rendering aid in another state pursuant to this
compact shall be considered agents of the requesting state for tort liability and immun
purposes; and no pa
pursuant to this compact shall be liable on account of any act or omission in good faith 
the part of such forces while so engaged or on account of the m
equipment or supplies in connection therewith. Good faith in this article shall not include 
willful misconduct, gros
 

ARTICLE VII - SUPPLEMENTARY AGREEMENTS 
 
Inasmuch as it is probable that the pattern and detail of the machinery for mutual aid 
among two or more states may differ from that among the states that are party h
in
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contained shall preclude an tary agreements with 
nother state or affect any other agreements already in force between states. 

or 
fire, 

hall be 
imbursed by the party state receiving such aid for any loss or damage to or expense 

incurred in the operat ervice in answering 
 request for aid and for the costs incurred in connection with such requests; provided, 

ay 

TICLE X – EVACUATION 

Plans for the orderly evacuati rtions of the civilian 
opulation as the result of any emergency or disaster of sufficient proportions to so 

ncy 

 

 of relatives or friends, and the 
rwarding of such evacuees to other areas or the bringing in of additional materials, 

supplies, and al tate 
ceiving evacuees and the party state from which the evacuees come shall mutually 

 for 

from which the evacuees come. After the termination of the emergency or disaster, the 

y state from entering into supplemen
a
Supplementary agreements may comprehend, but shall not be limited to, provisions f
evacuation and reception of injured and other persons and the exchange of medical, 
police, public utility, reconnaissance, welfare, transportation and communications 
personnel, and equipment and supplies. 
 
 

ARTICLE VIII – COMPENSATION 
 
Each party state shall provide for the payment of compensation and death benefits to 
injured members of the emergency forces of that state and representatives of deceased 
members of such forces in case such members sustain injuries or are killed while 
rendering aid pursuant to this compact, in the same manner and on the same terms as if 
the injury or death were sustained within their own state. 
 

ARTICLE IX – REIMBURSEMENT 
 
Any party state rendering aid in another state pursuant to this compact s
re

ion of any equipment and the provision of any s
a
that any aiding party state may assume in whole or in part such loss, damage, expense, or 
other cost, or may loan such equipment or donate such services to the receiving party 
state without charge or cost; and provided further, that any two or more party states m
enter into supplementary agreements establishing a different allocation of costs among 
those states. Article VIII expenses shall not be reimbursable under this provision. 
 

AR
 

on and interstate reception of po
p
warrant, shall be worked out and maintained between the party states and the emerge
management/services directors of the various jurisdictions where any type of incident 
requiring evacuations might occur. Such plans shall be put into effect by request of the
state from which evacuees come and shall include the manner of transporting such 
evacuees, the number of evacuees to be received in different areas, the manner in which 
food, clothing, housing, and medical care will be provided, the registration of the 
evacuees, the providing of facilities for the notification
fo

l other relevant factors. Such plans shall provide that the party s
re
agree as to reimbursement of out-of-pocket expenses incurred in receiving and caring
such evacuees, for expenditures for transportation, food, clothing, medicines and medical 
care, and like items. Such expenditures shall be reimbursed as agreed by the party state 
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party state from which the evacuees come shall assume the responsibility for the ultim
support of repatriation of such evacuees. 

ate 

immediately upon its enactment into law by any 
o (2) states; thereafter, this compact shall become effective as to any other state upon 

s enactment by such state. 
B. Any party state may w  statute repealing the 

me, but no such withdrawal shall take effect until 30 days after the governor of the 
ll 

 deposited with each of the 
arty states and with the Federal Emergency Management Agency and other appropriate 

agencies of the United S

 
ARTICLE XI – IMPLEMENTATION 

 
A. This compact shall become operative 
tw
it

ithdraw from this Compact by enacting a
sa
withdrawing state has given notice in writing of such withdrawal to the governors of a
other party states. Such action shall not relieve the withdrawing state from obligations 
assumed hereunder prior to the effective date of withdrawal. 
C. Duly authenticated copies of this compact and of such supplementary agreements as 
may be entered into shall, at the time of their approval, be
p

tates Government
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